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[bookmark: _Toc148961809]第一部分  投标邀请

项目概况
[bookmark: EB88d3380b55d64db3937e19ee7304f988]2025-2026年度镇江人社“网络和信息安全系统服务”的潜在供应商应在“苏采云”电子交易平台http://jszfcg.jsczt.cn/获取招标文件，并于2025-10-17 14:30（北京时间）前按要求递交投标文件。
[bookmark: _Toc148961810][bookmark: _Toc256000001]一、项目基本情况
项目编号：JSZC-321100-JSWX-G2025-0042
项目名称：2025-2026年度镇江人社“网络和信息安全系统服务”
预算金额：96万元
最高限价：96万元
[bookmark: EB2bd1779d536a48269daa4fb5d46d3fc5]采购需求：详细内容及要求见招标文件第四部分
合同履行期限：自合同签订后1年，详见招标文件第四部分
本项目是否接受联合体投标：不接受
[bookmark: _Toc148961811][bookmark: _Toc256000002]二、申请人的资格要求
[bookmark: EBc023c818088a4a37830a656429416f13]1.满足《中华人民共和国政府采购法》第二十二条规定：
1.1具有独立承担民事责任的能力（提供法人或者其他组织的营业执照等证明文件扫描件；供应商为自然人的，提供其身份证扫描件）；
1.2具有良好的商业信誉和健全的财务会计制度（提供资格承诺函，或2024年度财务报告，成立不满一年的提供至少一个月财务报告，或银行出具的资信证明，或财政部门认可的政府采购专业担保机构出具的投标担保函等）；
1.3具有履行合同所必需的设备和专业技术能力（提供资格承诺函，或供应商相关信息一览表）；
1.4有依法缴纳税收和社会保障资金的良好记录（提供资格承诺函，或参加本次政府采购活动前半年内至少一个月依法缴纳税收和社会保险的凭据）；
1.5参加政府采购活动前三年内，在经营活动中没有重大违法记录（提供资格承诺函）；
1.6法律、行政法规规定的其他条件。
2.落实政府采购政策需满足的资格要求：
（1）本项目支持和适用节能环保产品（财库【2019】9号）、（财库【2019】19号）、（财库【2019】18号）；支持中小微企业（财库【2022】19号）、（苏财购【2022】45号）、（工信部联企业【2011】300）等政策。本项目为服务类项目，对应的行业为软件和信息技术与服务业。本项目专门面向中小微企业。中小微企业划型标准请对照《关于印发中小企业划型标准规定的通知》(工信部联企业〔2011〕300号)。
（2）根据《财政部司法部关于政府采购支持监狱企业发展有关问题的通知》（财库〔2014〕68号）要求，监狱和戒毒企业视同小型、微型企业，享受与小型、微型企业产品价格同比例扣除的优惠政策。监狱和戒毒企业应当提供由省级以上监狱管理局、戒毒管理局（含新疆生产建设兵团）出具的属于监狱企业的证明文件。
（3）根据《关于促进残疾人就业政府采购政策的通知》（财库〔2017〕141号）要求，残疾人福利性单位视同小型、微型企业，享受与小型、微型企业产品价格同比例扣除的优惠政策。残疾人福利性单位属于小型、微型企业的，不重复享受政策。符合条件的残疾人福利性单位应当提供《残疾人福利性单位声明函》，并对声明的真实性负责。
（4）本项目为服务类项目，对应的行业为软件和信息技术与服务业。
3.本项目的特定资格要求：无。
[bookmark: _Toc148961812][bookmark: _Toc256000003]三、获取招标文件
获取时间：公告之时起至2025-10-10，每天上午00:00-12:00,下午12:00-23:59 （北京时间，法定节假日除外）。
获取方式：“苏采云”系统用户注册--获取“CA数字证书”--CA绑定与登录--网上报名--下载招标文件(后缀名为.kedt”)。
[bookmark: EB289c85d25b7f48579eba778c66f333b3]采购文件售价：免费
[bookmark: _Toc148961813][bookmark: _Toc256000004]四、提交投标文件截止时间、开标时间和地点
[bookmark: EB76ff7bd3b9764d5d98ae568815db1ef0][bookmark: _GoBack]提交截止时间及开标时间：2025-10-17 14:30（北京时间）
开标地点：网上开标大厅
注意事项：
（1）将后缀名为“.kedt”的投标文件导入政府采购客户端工具--制作投标文件--导出加密的投标文件(后缀名为zip) --通过“苏采云”系统上传投标文件。具体详见《江苏省政府采购管理交易系统(苏采云)供应商操作手册》。
（2）本项目采用网上开标方式，请供应商事先做好电脑环境准备，自行选择互联网连接畅通的场地，在规定的开标时间登录网上开标大厅进行投标文件解密。
（3）“苏采云”系统网址：http://jszfcg.jsczt.cn/“开标大厅”。
[bookmark: _Toc14568][bookmark: _Toc76632871][bookmark: _Toc256000005]五、公告期限
自本公告发布之日起5个工作日。
[bookmark: _Toc20549][bookmark: _Toc76632874][bookmark: _Toc25773][bookmark: _Toc256000008]六、投标注意事项
[bookmark: EBd229cee01d9043ac83644d199a0e3a13]1.本项目通过电子交易平台进行采购，请详细阅读平台操作指南；供应商在使用系统的过程中遇到涉及平台使用的任何问题，可致电交易中心技术支持热线咨询，联系方式：0519-86722803。
2.投标文件递交截止时间后，采购代理机构将通过开标会议区发出投标文件解密的指令，供应商在各自地点按规定时间自行实施远程解密，供应商解密限定在响应截止时间后30分钟之间完成。因供应商网络与电源不稳定、未按操作手册要求配置软硬件、解密锁发生故障或用错、故意不在要求时限内完成解密等自身原因，导致投标文件在规定时间内未能解密、解密失败或解密超时，视为供应商撤销其投标文件；因网上平台发生故障，导致无法按时完成投标文件解密或开、评标工作无法进行的，可根据实际情况相应延迟解密时间或调整开、评标时间（友情提示：若供应商已领取副锁（含多把副锁）请注意正副锁的使用差别）。本项目在限定的解密时间内，只要有一家供应商解密成功，即视为网上招投标平台运行无故障。
3.因供应商自身软硬件配备不齐全或发生故障等问题而导致在交互过程中出现不稳定或中断等情况的，由供应商自身承担一切后果。
[bookmark: _Toc76632873][bookmark: _Toc256000007][bookmark: _Toc7404][bookmark: _Toc8942]七、其它补充事宜
1、请各供应商及时关注和查看“江苏政府采购网”是否有更正公告。因供应商自身原因未能及时获取的，一切后果由供应商自行承担。
八、对本次招标提出询问，请按以下方式联系。
1.采购人信息
名称：镇江市人力资源社会保障信息中心
地址：江苏省镇江市润州区运河路79号
联系方式：0511-85340332
2.采购代理机构信息
[bookmark: EB542ca7c52e62423392954f99f6b8b7fe]名称：江苏巍信项目管理有限公司
地址：镇江市南徐大道62号商务A区C座11楼1111-1117室
项目联系人：孙工
[bookmark: EBfb2f5369fd4a41f893705a41574b418d]联系方式：0511-80836007

[bookmark: _Toc148961818]第二部分  供应商须知
[bookmark: _Toc256000010][bookmark: _Toc148961819]前附表
	序号
	事项
	本项目规定

	1
	报价要求
	本次投标报价的币种为人民币。
供应商应按招标文件所提供的各报价表格式报价。
供应商应对本项目报出最具有竞争力的价格，应包括本次招标要求提供的货物（服务）已支付或将支付的所有费用（含税费）。
最低投标报价不能作为中标的保证。
中标价即为合同签约价。
如出现报价前后不一致的，将按招标文件第五部分“评标办法和标准”第5项规定进行修正。
按照苏财购〔2025〕62号文要求，评审过程中出现下列情形之一的，评审委员会应当启动异常低价投标（响应）审查程序： 
1.投标(响应)报价低于采购项目预算50%的，即投标报价<采购项目预算×50%;
2.投标报价低于采购项目最高限价45%的，即投标(响应)报价<采购项目最高限价×45%;
3.评审委员会认定的供应商报价过低、有可能影响产品质量或者不能诚信履约的其他情形。

	2
	转包及分包
	项目依法不得转包
A本项目不同意分包。
B同意将非主体、非关键性的工作分包。供应商应当在投标文件中载明分包承担主体，分包承担主体应当具备相应资质条件且不得再次分包。享受中小企业扶持政策获得政府采购合同的，小微企业不得将合同分包给大中型企业，中型企业不得将合同分包给大型企业。

	3
	开标前答疑会
	A不组织
B组织
时间：           
地点：           
联系人：           联系方式：           

	4
	现场踏勘
	A不统一组织
B统一组织
时间：        地点：       
联系人：       联系方式：       

	5
	演示
	A无
B有，本项目演示使用录播上传形式，各供应商自行将录播内容上传至苏采云平台的上传模块。操作指南详见《苏采云系统供应商操作手册》。

	6
	样品
	A不要求提供。
B要求提供。
（1）样品：；
（2）样品制作的标准和要求：；
（3）样品的评审方法以及评审标准：详见评标办法；
（4）是否需要随样品提交检测报告：否；是，检测机构的要求：    ；检测内容：    。
（5）提供样品的时间：    ；地点：    ；联系人：    ，联系电话：    。请供应商在上述时间内提供样品并按规定位置安装完毕。超过截止时间的，采购人或采购代理机构将不予接收及安装，并将清场并封闭样品现场。
 (6)采购活动结束后，对于未中标供应商提供的样品，采购人、采购机构将通知未中标供应商在规定的时间内取回，逾期未取回的，采购人、采购机构不负保管义务；对于中标供应商提供的样品，采购人将进行保管、封存，并作为履约验收的参考。
（7）制作、运输、安装和保管样品所发生的一切费用由供应商自理。

	7
	是否允许采购进口产品
	A本项目不允许采购进口产品。
B可以采购进口产品，优先采购向我国企业转让技术、与我国企业签订消化吸收再创新方案的供应商的进口产品；但如果因信息不对称等原因，仍有满足需求的国内产品要求参与采购竞争的，采购人及其委托的采购代理机构不对其加以限制，将按照公平竞争原则实施采购。

	8
	项目属性与核心产品
	A货物类。
B服务类。
本项目核心产品为：网络和信息安全系统维保服务。

	9
	采购标的对应的中小企业划分标准所属行业
	（1）标的：2025-2026年度镇江人社“网络和信息安全系统服务”，属于软件和信息技术与服务业；

	10
	节能产品、环境标志产品
	供应商所投产品属于政府采购节能产品、环境标志产品品目清单范围的，采购人及其委托的采购代理机构将依据国家确定的认证机构出具的、处于有效期之内的节能产品、环境标志产品认证证书，对获得证书的产品实施政府优先采购或强制采购。

	11
	中小企业信用融资
	[bookmark: _Hlk136445673][bookmark: _Hlk136444446]为进一步发挥政府采购政策导向作用，有效缓解企业融资难题，推进完善应收账款融资服务平台的融资服务功能，促进中小微企业平稳健康发展，镇江市财政局和中国人民银行镇江市中心支行联合印发《关于转发〈关于深入推进政府采购线上合同信用融资工作的通知〉的通知》，采购项目中标供应商如有融资需求，可在签订政府采购合同时向采购人说明融资需求，由采购人在录入合同时标注融资需求后，凭政府采购合同在相关金融机构办理无抵押、低利率授信申请。办理流程详见江苏政府采购网“政采贷”栏目，网址：http://www.ccgp-jiangsu.gov.cn/jiangsu/paying.html咨询电话：镇江市财政局政府采购处0511-80909958。

	12
	特别说明
	无。



一、总  则
1．适用范围
1.1本招标文件仅适用于2025-2026年度镇江人社“网络和信息安全系统服务”。
2．定义
招标文件中下列术语应解释为：
2.1 “招标组织方”系指采购代理机构或采购单位，即：江苏巍信项目管理有限公司。
2.2“供应商”系指响应招标、参加投标竞争的法人、其他组织或者自然人。
2.3“采购人”系指依法进行政府采购的国家机关、事业单位、团体组织，即：镇江市人力资源社会保障信息中心。
2.4“服务”系指本招标文件所述供应商应该履行的承诺和义务，即2025-2026年度镇江人社所需的“网络和信息安全系统服务”。
2.5“货物”系指本招标文件所述采购标的涉及的各种形态和种类的物品，即：2025-2026年度镇江人社“网络和信息安全系统服务”所需的一切设备及其有关的技术资料和材料。
3．采购方式
[bookmark: EB2789ee8243454d5fb316ed3bd47bfc0a][bookmark: EBe28b21dffc944333b358f50ce01022e1]3.1 本次采购采取公开招标方式☑综合评分法。
[bookmark: EBba73abe681bc4b8694b9f9ae9fd779f1][bookmark: EB7cd56bff1fdc4f4d9c5b0efe46a2992a]3.2 本项目资格审查方式：☑资格后审
[bookmark: EB40e5b0b3554744cbbb0eccc8063a8ac0][bookmark: EBb35a25d800cd4201b73d5996a6f103ac]3.3 本次采购确定的中标供应商数量：1名
[bookmark: EB4c33eb163a0448c294f758213661958a][bookmark: EB28725af2f8884a6f92f3a2b684aad6d6]3.4 是否接受进口产品：☑否
3.5 转包及分包
[bookmark: EB4562413fe7d14e199cbf8cfafc174228][bookmark: EB4a30d712589e4230b994cef4f674ce65]☑本项目不得转包及分包。
[bookmark: EBaa9b1c82d7ec4b54b8087b449350007f]4．投标费用
4.1 供应商应自行承担所有与参加投标有关的费用。
[bookmark: EB34ad687dc71a4eccb674aca5ca301def]（1）☑中标供应商需向代理机构缴纳7300元服务费。
代理费收费标准：50万元以上(含50万)不在集采目录内的，采购代理服务费综合费率为标的的0.5%。
招标代理费用收款信息：
收款单位：江苏巍信项目管理有限公司
收款账号：10312501040016032
开户银行：中国农业银行股份有限公司镇江常发支行
[bookmark: EB13cedaa9e1874a5d921c2f30c7ba3fcb]其他费用：如有其他费用，按实际发生收取。
4.2 不论投标的结果如何，招标组织方在任何情况下均无义务和责任承担上述费用。
5．政策功能
[bookmark: _Toc256000011]5.1支持中小企业发展
5.1.1中小企业，是指在中华人民共和国境内依法设立，依据国务院批准的中小企业划分标准确定的中型企业、小型企业和微型企业，但与大企业的负责人为同一人，或者与大企业存在直接控股、管理关系的除外。
符合中小企业划分标准的个体工商户，在政府采购活动中视同中小企业。
5.1.2在政府采购活动中，供应商提供的货物、工程或者服务符合下列情形的，享受中小企业扶持政策：
5.1.2.1在货物采购项目中，货物由中小企业制造，即货物由中小企业生产且使用该中小企业商号或者注册商标；
5.1.2.2在工程采购项目中，工程由中小企业承建，即工程施工单位为中小企业；
5.1.2.3在服务采购项目中，服务由中小企业承接，即提供服务的人员为中小企业依照《中华人民共和国劳动合同法》订立劳动合同的从业人员。
在货物采购项目中，供应商提供的货物既有中小企业制造货物，也有大型企业制造货物的，不享受中小企业扶持政策。
以联合体形式参加政府采购活动，联合体各方均为中小企业的，联合体视同中小企业。其中，联合体各方均为小微企业的，联合体视同小微企业。
5.1.3根据《政府采购促进中小企业发展管理办法》要求，对于未预留份额专门面向中小企业的政府采购货物或服务项目，以及预留份额政府采购货物或服务项目中的非预留部分标项，对小型和微型企业的投标报价给予10%-20%的扣除，用扣除后的价格参与评审。接受大中型企业与小微企业组成联合体或者允许大中型企业向一家或者多家小微企业分包的政府采购货物或服务项目，对于联合协议或者分包意向协议约定小型、微型企业的协议合同金额占到合同总金额30%以上的，给予联合体4%-6%的价格扣除。联合体各方均为小型、微型企业的，联合体视同为小型、微型企业享受10%-20%的价格扣除，用扣除后的价格参与评审。可享受中小企业扶持政策的供应商应按照招标文件格式要求提供《中小企业声明函》，供应商提供的《中小企业声明函》与实际情况不符的，不享受中小企业扶持政策。声明内容不实属于提供虚假材料谋取中标、成交的，依法承担法律责任。中小企业划型标准见《关于印发中小企业划型标准规定的通知》（工信部联企业[2011]300号）。
5.1.4根据《财政部 司法部关于政府采购支持监狱企业发展有关问题的通知》（财库〔2014〕68号）要求，监狱和戒毒企业视同小型、微型企业，享受与小型、微型企业产品价格同比例扣除的优惠政策。监狱和戒毒企业应当提供由省级以上监狱管理局、戒毒管理局（含新疆生产建设兵团）出具的属于监狱企业的证明文件。
5.1.5根据《关于促进残疾人就业政府采购政策的通知》（财库〔2017〕141号）要求，残疾人福利性单位视同小型、微型企业，享受与小型、微型企业产品价格同比例扣除的优惠政策。符合条件的残疾人福利性单位应当提供《残疾人福利性单位声明函》，并对声明的真实性负责。
5.1.6中小企业享受扶持政策获得政府采购合同的，小微企业不得将合同分包给大中型企业，中型企业不得将合同分包给大型企业。
5.2强制采购信息安全产品
信息安全产品指国家质检总局国家认监委《信息安全产品强制性认证目录》，并获得强制性产品认证证书的产品。
5.3支持绿色发展
5.3.1根据《财政部 发展改革委 生态环境部 市场监管总局关于调整优化节能产品 环境标志产品政府采购执行机制的通知》（财库〔2019〕9号）的规定，对政府采购节能产品、环境标志产品实施品目清单管理。供应商所投产品属于品目清单范围的，依据国家确定的认证机构出具的、处于有效期之内的节能产品、环境标志产品认证证书，对获得证书的产品实施政府优先采购或强制采购。
5.3.2本项目中涉及商品包装和快递包装的，参考《财政部办公厅关于印发《商品包装政府采购需求标准（试行）》、《快递包装政府采购需求标准（试行）》的通知》（财办库〔2020〕123号）规定的包装需求标准。
5.3.3纳入政府采购管理的装修、修缮等项目，鼓励参考财政部办公厅 住房城乡建设部办公厅 工业和信息化部办公厅关于印发《政府采购支持绿色建材促进建筑品质提升政策项目实施指南》的通知（财办库〔2023〕52号）规定的需求标准。
5.3.4采购人采购数据中心相关设备、运维服务，按照《绿色数据中心政府采购需求标准（试行）》实施相关采购活动。
5.4 根据国家扶持中小企业的有关政策，采购项目中标供应商在履约过程中如遇到资金困难，凭政府采购合同在相关金融机构办理授信申请，相关事宜请查阅“江苏政府采购网”网站。
5.5支持创新发展
5.5.1采购人优先采购被认定为重点推广应用、首台（套）重大装备、重点领域首版次软件的自主创新产品。
5.6平等对待内外资企业和符合条件的破产重整企业
[bookmark: _Toc148961820]5.6.1平等对待内外资企业和符合条件的破产重整企业，切实保障企业公平竞争，平等维护企业的合法利益。

二、招标文件
6．招标文件组成
6.1 招标文件包括：
（1）投标邀请
（2）供应商须知
（3）合同
（4）采购需求
（5）评标办法和标准
（6）投标文件（格式）
6.2 供应商获取本文件后，应认真阅读本文件中所有的事项、格式条款和规范等要求。
6.3 除非有特殊要求，招标文件不单独提供招标标的所在地自然环境、气象条件、公用设施等情况，供应商被视为熟悉上述与签订和履行合同有关的一切情况。
7．招标文件的澄清和修改
7.1 任何要求对招标文件进行澄清的潜在供应商，应及时联系项目联系人。
7.2 按照权责相一致原则，供应商提出的对于招标文件主要商务、技术指标的相关澄清、修改要求，由采购人负责答复并视情况作出澄清或修改的决定。
7.3 采购人或者采购代理机构可以对已发出的招标文件、资格预审文件、投标邀请书进行必要的澄清或者修改，但不改变采购标的和资格要求。澄清或者修改将在原公告媒体网站上发布澄清公告，澄清或者修改的内容为招标文件、资格预审文件、投标邀请书的组成部分。
7.4 澄清或者修改的内容可能影响投标文件编制的，采购人或者采购代理机构将在提交截止时间至少15日前，在系统中以书面形式通知所有已获取招标文件的潜在供应商；不足15日的，采购人或者采购代理机构将顺延提交投标文件的截止时间。供应商应及时自行登录系统查看相应内容。
7.5 如澄清或修改公告有重新发布招标文件的，供应商应下载最新发布的招标文件制作投标文件。因供应商自身原因未能及时获取的，一切后果由供应商自行承担。
[bookmark: _Toc256000012][bookmark: _Toc148961821]三、投标文件
8．编制投标文件的工具
8.1 供应商须通过“苏采云”平台提供的最新响应文件制作软件编制投标文件。
9．投标文件语言及度量衡单位
9.1 供应商的投标文件以及供应商就有关投标的所有来往通知、函件和文件均应使用简体中文。供应商提交的支持性文件可以使用另一种语言，但相应内容应翻译成中文，在解释响应文件时以中文文本为准。
9.2 投标文件中所使用的计量单位除招标文件中另有特殊规定外，一律使用法定计量单位。
10．投标文件的构成
10.1 投标文件分为资格部分、商务部分和技术部分。
10.2 资格部分系指供应商提交的证明其有资格参加投标的文件。
10.3 商务部分系指供应商提交的证明其中标后有能力履行合同的文件。
10.4 技术部分系指供应商提交的能够证明供应商提供的货物（服务）符合招标文件规定的文件。
10.5 具体填写格式详见招标文件第六部分。
11．投标文件的编制
11.1 供应商应仔细阅读招标文件，按照招标文件的要求编制投标文件。投标文件应当对招标文件提出的要求和条件作出明确响应。
11.2 供应商在编制投标文件时，各模块内容须填写或提交到对应位置，无相应内容可填的项应填写“无”、“没有相应指标”等明确的回答文字。
11.3 投标文件编排混乱、文字表达不清或上传资料内容模糊所引起的不利后果，由供应商自行承担。
11.4 供应商必须保证投标文件所提供的全部资料合法、真实、可靠。
12．投标报价
[bookmark: EB46b5484d4fa1479cac1b028480042d83]12.1 投标应以人民币报价（保留至小数点后2位，四舍五入）。
12.2 供应商应按招标文件所提供的各报价表格式报价。
12.3 供应商应对本项目报出最具有竞争力的价格，应包括本次招标要求提供的货物（服务）已支付或将支付的所有费用。
12.4 最低投标报价不能作为中标的唯一保证。
12.5 中标价即为合同签约价。
12.6 如出现报价前后不一致的，将按招标文件第五部分“评标办法和标准”第5项规定进行修正。
13．投标保证金
[bookmark: EBb1875a8fd1054a888d8d008aa8213810]13.1 本项目不收投标保证金。
14．投标有效期
[bookmark: EBbdd785db7a2f40378bd51c7735b3fbc2]14.1 投标有效期为：投标文件自开标之日起90天内有效。供应商一旦获取了本招标文件并参加投标，即被认为接受了投标有效期的约定。
14.2 在特殊情况下，采购人于原投标有效期满之前，可向供应商提出延长投标有效期的要求。这种要求与答复均应采用书面形式（如信件、传真或电报等）。供应商可以拒绝采购人的这一要求而放弃投标。同意延长的供应商既不能要求也不允许修改其投标文件。
15.投标文件的式样和签署
15.1 供应商应通过响应文件制作软件使用数字认证证书对投标文件进行合成、电子签章及加密打包。
16．投标文件的提交
16.1 投标文件提交
16.1.1 供应商须在招标文件规定的截止时间前，通过响应文件编制软件或登录电子交易平台在规定时间内完成提交，提交成功后系统将发送投标回执。时间以电子交易平台时间为准。
16.1.2 截止时间以后提交的投标文件，电子交易平台将拒绝接收。供应商应充分考虑网络环境、网络带宽等风险因素。
16.1.3 提交投标文件时，供应商须使用制作该投标文件的同一数字认证证书进行提交操作。
16.1.4 提交完成后至解密前，供应商不能对加密投标文件时所使用的数字认证证书进行更新、续费，否则可能引起的投标文件解密失败等相关后果由供应商自行承担。
16.1.5 因不可抗力事件造成的投标文件的损坏、丢失的，招标组织方不承担责任。
16.2 招标组织方可以通过修改招标文件自行酌情延长提交截止时间，在此情况下，推迟的提交截止时间将在系统中以书面形式通知已获取招标文件的潜在供应商，并在原公告媒体上发布公告。供应商应及时自行登录系统查看相应内容。
17．投标文件的补充、修改或者撤回
17.1 在提交截止时间前，供应商可以对所提交的投标文件进行补充、修改或者撤回。
17.2 供应商在提交截止时间前需要对投标文件进行补充、修改的，应当使用响应文件制作软件重新制作并提交。
17.3 在提交截止时间之后，供应商不得对其投标文件作任何修改或撤回。
17.4 在提交截止时间至招标文件中规定的投标有效期满之间，供应商不得撤回其投标。
[bookmark: EB98a84fc4497b499a9fc9ec8addbba953][bookmark: EBd20ef3197522486cbb00200fa7bd8886][bookmark: EB768bf6cfb6244e529acc56aa73ca46be]
[bookmark: _Toc256000013][bookmark: _Toc148961822]四、开标及评标
18．开标
18.1 招标组织方将按招标文件规定的时间、地点主持开标。
18.2 供应商应当在开标前做好充分准备，使用制作该投标文件的同一数字认证证书准时参加开标，请各供应商在开标时间前提前登录开标大厅做好准备。
18.3 供应商不足3家，不进入解密程序。
18.4 开标时，招标组织方将在系统内公布供应商名单，发出解密的指令，供应商自行实施解密，限定在主持人发布解密指令后30分钟内完成。解密时，供应商必须使用与制作投标文件时同一数字认证证书对投标文件进行解密，否则解密将会失败。
18.5 因供应商原因造成投标文件未解密或解密失败或无法正常打开投标文件的，招标组织方将拒绝其投标。部分供应商投标文件未解密或解密失败的，程序可以继续进行。若解密成功的供应商不足三家，不进入后续程序。
18.6 本项目在限定的解密时间内，只要有任一家供应商解密成功，即视为电子交易平台运行无故障。
18.7 电子投标文件解密全部完成后，按投标文件解密成功顺序向所有供应商宣布供应商名称、投标价格以及招标文件规定的其他内容。
18.8 电子交易平台自动记录开标过程，由参加开标的各供应商代表和相关工作人员确认开标结果。
[bookmark: EBbc6d2ab378c5413598f314d1f7af5109]18.9 供应商代表如对开标过程和开标记录有疑义，以及认为采购人、采购代理机构相关工作人员有需要回避的情形的，应在主持人发布确认指令后3分钟内提出询问或者回避申请。采购人、采购代理机构将及时处理供应商代表提出的询问或者回避申请。如在规定时间内未提出，视同认可开标结果。
18.10 供应商须配合开标工作，否则一切后果由供应商自行承担。
19．供应商资格审查
19.1 开标结束后，采购人或者采购代理机构将依法对供应商的资格进行审查。合格供应商不足3家的，不进入后续程序。
20．评标委员会组成
20.1 评标委员会将由采购人代表和评审专家组成，成员人数为7人或7人以上单数。
21．供应商符合性审查
21.1 评标委员会将按照招标文件第四部分“评标办法和标准”第7项规定对通过资格审查的供应商的投标文件进行符合性审查，以确定是否满足招标文件的实质性要求。符合性审查合格供应商不足3家的，不进入详细评审环节。
21.2 投标文件澄清
21.2.1 供应商应根据评标委员会要求以书面形式对相关问题进行澄清、说明或者补正，并加盖公章，或者由法定代表人或其授权的代表签字确认。供应商的澄清、说明或者补正不得超出投标文件的范围或者改变投标文件的实质性内容。
21.2.2 供应商的澄清应登录电子交易平台进入“澄清事项”模块进行。
21.3 开标至评标结束期间，供应商应保持系统在线，如因供应商自身原因未在规定时间内按评标委员会要求进行澄清、说明或者补正的，一切后果由供应商自行承担。
22．无效投标的情形
22.1 无效投标的情形见本招标文件第五部分“评标办法和标准”第7项规定。
23．投标文件详细评审
23.1 评标委员会将按照招标文件第五部分“评标办法和标准”第8项规定，对符合性审查合格的投标文件进行商务、技术和价格评估，综合比较与评价。
24. 串通投标的情形
24.1 有下列情形之一的，视为供应商串通投标，投标无效：
（1）不同供应商的投标文件由同一单位或者个人编制；
（2）不同供应商委托同一单位或者个人办理投标事宜；
（3）不同供应商的投标文件载明的项目管理成员或者联系人员为同一人；
（4）不同供应商的投标文件异常一致或者投标报价呈规律性差异；
（5）不同供应商的投标文件相互混装。
25．评标过程的保密
25.1 在评标过程中，如果供应商试图在投标文件审查、澄清、比较及授标建议等方面向招标组织方或参加评标的人员施加任何影响，都将会导致其投标无效。
25.2 评标将在严格保密的情况下进行，除采购人代表、评标现场组织人员外，采购人的其他工作人员以及与评标工作无关的人员不得进入评标现场。有关人员对评标情况以及在评标过程中获悉的国家秘密、商业秘密负有保密责任。
26．废标的情形
26.1 出现下列情形之一的，将予废标：
（1）符合专业条件的供应商或者对招标文件作实质响应的供应商不足三家的；
（2）出现影响采购公正的违法、违规行为的；
（3）供应商的报价均超过了采购预算，采购人不能支付的；
（4）因重大变故，采购任务取消的；
废标后，采购人应当将废标理由通知所有供应商。
[bookmark: _Toc148961823][bookmark: _Toc256000014]
五、确定结果
27.确定中标供应商
[bookmark: EBdca946ccd46544908a445026ac0d1e88]27.1采购人自收到评审报告之日起5个工作日内，在评审报告确定的中标候选人名单中按顺序确定中标供应商。中标候选人并列的，按《政府采购货物和服务招标投标管理办法》（财政部87号令）相关规定执行。如仍然并列则由评标委员会抓阄选取。
[bookmark: _Toc148961824][bookmark: _Toc256000015]六、授予合同
28．中标通知书
28.1 中标通知书发出后，采购人不得违法改变中标结果，中标供应商无正当理由不得放弃中标。
29．履约保证金
29.1A 本项目不收取履约保证金。
B 本项目中标供应商应提交政府采购合同金额  %的履约保证金(不得超过政府采购合同金额的10%)，履约保证金应以支票、汇票、本票、保函、保险保单等非现金形式缴纳或提交。支持和鼓励中标供应商自愿使用履约(保函)保险代替缴纳履约保证金。省财政厅已上线政府采购电子履约保函(保险)平台，平台可通过域名www.jsdzbh.com直接访问，也可通过江苏省政府采购网、“苏采云”系统链接访问。
30．签订合同
[bookmark: EB51f10b0400174b428b9ac0d3bc071cc9]30.1 采购人应当自中标通知书发出之日起15日内，按照招标文件和中标供应商投标文件的规定，与中标供应商签订书面合同。所签订的合同不得对招标文件确定的事项和中标供应商投标文件作实质性修改。采购人不得向中标供应商提出任何不合理的要求作为签订合同的条件。
30.2 政府采购合同应当包括采购人与中标供应商的名称和住所、标的、数量、质量、价款或者报酬、履行期限及地点和方式、验收要求、违约责任、解决争议的方法等内容。
30.3 合同履行中，采购人需追加与合同标的相同的服务时，在不改变合同其他条款的前提下，可以与中标供应商协商签订补充合同，但所有补充合同的采购金额不得超过原合同采购金额的百分之十。
[bookmark: EBdf0bbf4340b043298f95df6df139de47]30.4 采购人与中标供应商应当根据合同的约定依法履行合同义务。政府采购合同的履行、违约责任和解决争议的方法等适用《中华人民共和国民法典》。
[bookmark: _Toc148961825][bookmark: _Toc256000016]七、询问、质疑、投诉
31．询问
31.1 供应商对招标活动事项有疑问的，可以向采购人或采购代理机构提出询问，采购人或采购代理机构将在3个工作日内对供应商依法提出的询问作出答复，但答复的内容不得涉及商业秘密。
32．质疑
[bookmark: EBc009ea791f4043b799a93614ad7db346][bookmark: EB75d6c764710d447b9846155e344f34c3]32.1 提出质疑的供应商应当是参与所质疑项目采购活动的供应商。供应商认为招标文件、采购过程和中标结果使自己的合法权益受到损害的，可以在知道或者应知其权益受到损害之日起七个工作日内，以书面形式向采购人、采购代理机构提出质疑。
以上规定的供应商应知其权益受到损害之日，是指：
（1）对可以质疑的招标文件提出质疑的，为收到招标文件之日或者招标文件公告期限届满之日；
（2）对采购过程提出质疑的，为各采购程序环节结束之日；
（3）对中标结果提出质疑的，为中标结果公告期限届满之日。
32.2 供应商应按照“谁主张、谁举证”的原则对质疑内容提供相关证明材料，并对质疑内容的真实性承担责任。供应商不得虚假质疑和恶意质疑，如通过捏造事实、伪造证明材料等方式提出异议或投诉，阻碍招投标活动正常进行的，属于严重不良行为，招标组织方将提请财政部门将其列入不良行为记录名单，并依法予以处罚。
32.3 供应商应当在法定质疑期内一次性提出针对同一采购程序环节的质疑。供应商如在法定期限内对同一采购程序环节提出多次质疑的，将只对供应商第一次质疑作出答复。供应商如对采购需求提出质疑，采购人负责处理和答复涉及采购需求的质疑内容。
32.4 质疑流程及注意事项见“苏采云”系统（网址：http://jszfcg.jsczt.cn/）网站下载中心。
32.5采购人、采购代理机构不得拒收质疑供应商在法定质疑期内发出的质疑函，应当在收到质疑函后7个工作日内作出答复，并以书面形式通知质疑供应商和其他有关供应商。
33．投诉
33.1 质疑供应商对采购人、采购代理机构的答复不满意，或者采购人、采购代理机构未在规定的时间内作出答复的，可以在答复期满后十五个工作日内向采购人所属预算级次本级财政部门投诉。
[bookmark: _Toc148961826][bookmark: _Toc256000017]八、诚实信用和解释权
34．诚实信用
34.1 供应商应当遵循公平竞争的原则，不得恶意串通，不得妨碍其他供应商的竞争行为，不得损害采购人或者其他供应商的合法权益。
34.2 供应商不得以向招标组织方工作人员、评标委员会成员行贿或者采取其他不正当手段谋取中标。经查实供应商有此行为的，将在“镇江市公共资源交易服务平台-政府采购”网站公告，政府采购管理部门将供应商列入不良行为记录名单，按照政府采购有关规定处理。
34.3 供应商不得虚假承诺，否则，按照提供虚假材料谋取中标处理。
34.4 供应商应自觉遵守开标、评标纪律，扰乱开标评标现场秩序的，属于失信行为，根据《江苏省政府采购供应商监督管理暂行办法》，失信行为将被记入供应商诚信档案。
[bookmark: EB750503b1ab6b421ea4462b758ba36503][bookmark: EB3e65db3648f140a59630270bce16d7ca]34.5 根据《财政部关于在政府采购活动中查询及使用信息记录有关问题的通知》（财库〔2016〕125号）、江苏省财政厅《关于做好政府采购信用信息查询使用及登记等工作的通知》（苏财购〔2016〕50号）等文件精神，采购人在项目资格审查时对参加本项目的各供应商进行信用记录查询，信用记录查询渠道为“信用中国”网站（www.creditchina.gov.cn）、中国政府采购网（www.ccgp.gov.cn）、“信用江苏”网站（http://credit.jiangsu.gov.cn/），信用记录查询截止时间为项目资格审查结束时，信用信息查询记录及证据留存的具体方式为打印或网页截图。对存在失信信息的供应商（列入失信被执行人、重大税收违法案件当事人名单、政府采购严重违法失信行为记录名单及其他不符合《中华人民共和国政府采购法》第二十二条规定条件的供应商）应当拒绝其参与政府采购活动。
35．解释权
35.1 除相关法律、法规规定外，本招标文件的解释权归江苏巍信项目管理有限公司所有。
36．适用法律及约束力
36.1 供应商一旦获取了本招标文件并参加投标，即被认为接受了本招标文件的规定和约束。
36.2 本次招标及由本次招标产生的合同受中华人民共和国法律制约和保护。


[bookmark: _Toc148961827]第三部分  合 同
[bookmark: _Toc148961828]合    同
镇江市人力资源社会保障信息中心（以下简称“甲方”）和                     （以下简称“乙方”）同意按下述条款和条件签订本合同（以下简称“合同”）：
一、合同文件
下列关于  （项目名称、项目编号）  的招标文件、乙方提交的响应文件是构成本合同不可分割的部分：
（1）合同条款；
（2）响应函；
（3）乙方提交的响应文件和报价表；
（4）成交通知书；
（5）甲方、乙方商定的其他必要文件。
二、标的物
本合同所提供的标的物详见“明细报价表”（乙方必须完全实现采购文件中的招标需求，如有不足或缺陷，由乙方自行负责弥补，甲方不再承担任何相关费用）。
三、合同金额
根据上述合同文件要求，合同总金额（大写）为人民币                              元整 ，¥            元（项目增加费用不得超过原合同金额的10%，同时双方必须签订补充合同），分项价格在乙方提交的报价表中有明确规定）。
四、付款方式
4.1合同签订后，采购人在收到乙方开具的正规发票后的10个工作日内支付合同总价的                  %;
4.2                   ；
4.3上述款项均不另计利息。具体支付进度还应根据拨款进度执行，延期支付采购人不承担利息及滞纳金。
五、服务时间和地点
5.1 合同履行期限：                   。
5.2 项目服务地点：本项目服务地点由甲方指定。
六、服务内容
 （根据文件里的要求做补充） 。
七、项目验收
[bookmark: _Toc22000618][bookmark: _Toc124692640][bookmark: _Toc124692895][bookmark: _Toc124693038]7.1由甲方组织对乙方工作情况进行综合评估，达到要求则验收通过。
7.2对未按要求提交材料，或未通过验收的，甲方有权要求应答人整改，并重新提供服务。
7.3甲方将全程监督乙方人员投入情况，是否符合合同要求和人员参与的要求，如发现不一致，甲方有权解除合同并要求乙方退还全部已经支付费用。同时对不符合要求的乙方提出整改要求，限期整改不整改或整改不合格甲方人有权解除合同并要求乙方人退还全部已经支付费用。
八、不可抗力
8.1 如果双方由于不可抗拒力的任何事故（须经双方认同），致使影响合同履行时，履行合同的期限应予延长，延长期限相当于事故影响的时间。
8.2 本条所述的“不可抗拒力”系指双方无法控制、不可预见的事件。这些事件包括但不限于：战争、严重水灾、台风、地震以及其他双方商定的事件。
8.3 受事故影响的一方应在不可抗拒力事故发后尽快以传真通知对方，双方应通过友好协商在合理时间内达成进一步履行合同的协议。
九、税费
9.1 中国政府根据现行税法规定对甲方征收的与本合同有关的一切税费均由甲方负担（免税部分除外），采购文件另有规定的除外。
9.2 中国政府根据现行税法规定对乙方征收的与本合同有关的一切税费均由乙方负担（免税部分除外），采购文件另有规定的除外。
十、合同纠纷处理
10.1对本合同履行过程中发生的一切争议，双方应友好协商解决，如协商不能解决，双方选择向甲方所在地的人民法院提起诉讼解决。
10.2如对任何争议向人民法院提起诉讼，除争议事项或争议事项所涉及的条款外，双方应继续履行本合同项下的其它义务。。
十一、甲、乙双方违约责任
11.1甲方违约责任
11.1.1合同签订后，由于甲方原因停止项目而终止合同的，乙方未进入现场工作前，乙方必须全额返还预付款；乙方已进入现场工作，但因甲方过错导致的项目停止和终止，甲方应按完成的实际工作量支付合同款。
11.2乙方违约责任
11.2.1合同签订后，由于乙方原因停止项目而终止合同的，甲方有权不支付乙方剩余合同款项。
11.2.2如乙方没有按照合同规定的时间交货，乙方支付给甲方的损失费以每延迟交货一天按合同款的0.1%计算，但赔偿损失费的最高限额不超过合同总款的2%。当达到最高限额时，甲方有权解除合同，乙方应当退还甲方支付的预付款，同时支付合同总价30%的违约金。必要时可通过签订补充合同。
11.2.3在甲方提供了必要的工作，并且保证了合同款按时到位，乙方提供的相关服务未能达到合同规定质量要求时，乙方应当按照甲方的要求立即进行整改，同时应向甲方赔偿损失费，损失费以每拖延履行一天按500元/天计算，但损失费的总数不超过合同总额的2%。当乙方经过三次整改仍不能达到合同规定的质量要求，或乙方延期提供服务超过20日时，视为乙方根本违约，甲方有权解除合同，不再支付剩余合同款项，同时乙方需向甲方支付合同总价30%的违约金。项目因不可抗力、甲方违约等影响作业的客观原因造成乙方拖期履行服务，乙方不承担赔偿责任。
11.2.4乙方须在合同约定的时限内完成并通过验收，因项目未通过验收而延期的，每延期一天扣罚合同款的0.1%。项目经三次验收后仍未通过的，视为乙方根本违约，甲方有权解除合同，乙方应当退还甲方支付的预付款，同时支付合同总价30%的违约金。
11.2.5 在甲方根据上述规定，终止了全部或部分合同后，甲方可以依其认为适当的条件和方法购买与未提供服务类似的服务，乙方应对甲方购买类似服务所超出部分费用负责。
十二、破产终止合同
12.1 如果乙方破产或无清偿能力时，甲方在任何时候书面通知乙方终止合同而不给乙方补偿。该终止合同将不损害或影响甲方已经或将要采取的补救措施的权利。
十三、转让和分包
13.1 为保证本项目的质量，该项目不得违法转包分包，如乙方违法转包分包的，甲方可以无条件终止合同并且有权拒绝支付全部合同款，乙方应向甲方赔偿合同金额30%的违约金。
十四、合同生效及其它
14.1 合同经甲方、乙方签章后生效。本合同壹式贰份，以中文书写，甲乙双方各执壹份，本合同自签章之日起生效。
14.2 本合同服务和服务交付使用后所发生的合同纠纷，由甲方与乙方协商处理。
14.3 如需修改（指非主要合同条款）或补充合同内容，应经甲方、乙方协商，且修改及补充内容不得对本合同主要条款、采购文件和中标人的响应文件作实质性修改，并签署书面修改或补充协议， 该协议将作为本合同不可分割的一部分。
14.4 其它未尽事宜，由双方友好协商解决，并按照《中华人民共和国民法典》有关条款执行。

甲方（单位盖章）：镇江市人力资源社会保障信息中心
地	址：江苏省镇江市润州区运河路79号
联系电话：
代表签字：

乙方（单位盖章）：
地	址：
联系电话：
代表签字：

合同签订日期：	年	月	日
 (
23
)
第四部分  采购需求
一、项目背景
镇江市人社网络和信息安全系统于2011年建设，经过历年建设性运维，目前仍平稳运行。2021年全省人社一体化系统上线后，作为镇江市级网络汇聚中心，既承担了与省人社厅网络的互连工作，也承担着与丹阳、扬中、句容、京口、润州、丹徒、经开区、高新区等辖市区人社部门的网络连接工作，同时也要与市数据局、各人社业务银行网点、财政、公积管理中心、民政、乡镇街道、社区等职能业务部门进行网络互连，网络和信息安全系统平稳运行尤为重要。2024至2025年度维保合同即将到期，需要对2025至2026年度网络和安全系统硬件设备购买维保服务。
二、项目目标
本次项目维保包括：交换机、路由器、负载均衡交换机、信息交换系统、安全平台、认证系统、上网行为管理设备、IPS、防火墙、杀毒系统、网络审计系统、入侵检测系统、漏洞扫描系统等。涉及网络设备约144台套、安全设备约40台套。
维保期内，供应商必须对镇江市人社信息中心信息系统中所有运行（包括但不限于维保期内更换）的网络和安全设备进行维保，对镇江市人社信息中心的互联网、电子政务外网、人社内部业务网络环境进行日常监测，重点时间专人值守，及时有效的发现镇江市人社信息中心网络环境中的各类隐患，全面准确的分析可能存在的安全漏洞，积极排除网络安全风险，优化网络环境，加固网络安全防线，保障镇江市人社信息中心业务网络平稳高效运行。
本项目维保期为1年，合同签订之日起计算。
三、维保服务要求
3.1运维要求明细
3.1.1服务内容
1、系统日常巡检
系统巡检和日常操作事务处理；
巡检中发现问题时，及时上报处理；
检查网络和安全设备是否正常可用，是否有指示硬件故障报警；
检查网络和安全设备设备自身系统软件运行是否正常，是否需要升级；
检查所有网络和安全设备之间访问和运行状况是否正常；
检查杀毒软件运行情况、发现问题及时处置并做好相关记录；
检查网络安全日志收集情况、发现问题及时处置并做好相关记录；
定期开展网络安全漏洞扫描等安全预防工作、发现问题及时处置并做好相关记录；
配合做好各类网络安全检查（攻防演练）等工作、形成相关文档资料；
其他日常网络安全巡检要求；
2、每月设备养护
 供应商应每月派出专业工程师（原厂授权或原厂）对“维保设备明细”中的设备运行状况及故障报警情况进行一次全面检查，具体内容及要求为：
 （1）信息中心机房
清洁网络和安全设备及机柜的灰尘；
检查、整理各类线缆；
检查、整理、更新各类标签；
检查必备工具、软件安装包是否完整。
（2）网络和安全设备情况
检查网络和安全设备是否正常运行，是否有指示硬件故障报警；
根据运行网络和安全设备参数，分析判断网络和安全设备可能存在的故障隐患及原因，第一时间向镇江市人社信息中心提出修复、改善建议；
（3）网络和安全设备配置备份
对网络和安全设备配置文件等进行备份，并提交镇江市人社信息中心，包括但不限于：
核心交换机的配置文件；
核心路由器的配置文件；
汇聚交换机的配置文件；
负载均衡器的配置文件；
防火墙的配置文件；
上网行为管理配置文件；
负载均衡器的配置文件；
安全隔离网闸的配置文件；
运维审计设备的配置文件；
其他需要备份的数据。
3、网络和安全故障处理及架构调整
当出现硬件系统问题或需要调整硬件系统结构时，需及时安排经验丰富的工程师制定解决方案，并协助镇江市人社信息中心实施直至问题得到解决。
4、故障抢修
要求做到全天候7*24小时的技术服务，对于故障抢修涉及的响应时间和故障处置时间的要求如下：
1）由于网络和安全设备故障导致核心业务系统不可用，恢复时间应在20分钟以内；
2）核心业务系统失去冗余(可能导致业务系统不可用)的或非核心业务系统不可用的，恢复时间应在2小时以内；
3）其他隐患类故障，恢复时间应在3个工作日以内。
故障处置完成后，除提交故障处置报告以外还应提交问题分析报告，分析故障产生的原因，并提出预防性改善建议。
在规定处置时间内无法修复故障的，供应商应在恢复时限内提供备品、备机。
在法定节假日（元旦、春节、五一、十一等）期间、国家重大活动举行期间，应根据镇江市人社信息中心的具体要求对网络和安全设备进行维护巡检，确保设备及系统在此时期的正常工作，必要时应派专业工程师在现场实施值守保障服务。
5、其他工作
（1）安全整改
根据镇江市人社信息中心要求，在每年例行开展的等级保护测评及整改、数据安全风险评估及整改、密码应用安全性评估及整改等工作时，根据相关工作需要做好所有网络和安全设备的安全整改，包括但不限于网络和安全设备密码的修改、补丁升级、策略调整等相关工作，确保安全整改过程中及整改后网络和安全设备的正常运行。应与镇江市人社信息中心签定保密协议，遵守有关保密规定，不得向第三方人员透露系统的用户密码、设备相关数据、配置情况等信息。做好网络资产稽核服务，综合采用人工比对和利用专业技术工具，梳理和完善我中心网络资产清单，包括各类互联网、电子政务外网的服务器、接口、服务等，及时、全面地筛查和发现暴露在外部网络的各类网络资产，从而尽可能减少网络安全隐患，提高网络安全保障水平。
（2）不限次的系统升级
供应商应根据镇江市人社信息中心的要求，按时完成各类网络和安全设备系统升级。
（3）停机维护
供应商应根据镇江市人社信息中心的要求，制定各类设备停机维护的详细实施计划。停机维护应在具备原厂认证资质的工程师指导下进行。具体停机维护时间由镇江市人社信息中心提前通知，原则上一年一次。
（4）设备迁移
供应商应根据镇江市人社信息中心的要求，对设备进行物理迁移并保证正常使用；因工作需要利旧的网络安全设备，提供相应的安装测试服务。
（5）网络安全项目实施配合
供应商应根据镇江市人社信息中心的要求，对维保期内的新建网络安全项目做好实施配合工作，包括但不限于IP地址规划分配、设备部署位置确认、各类线缆连接指导以及中心机房外来人员进行全程现场监督、配合等工作。 
（6）其他工作
应当由供应商完成的其他网络安全维保工作。
3.1.2技术培训
供应商应提供技术培训服务，具体由两部分组成：一是最新网络安全产品的介绍、使用和保养等技术培训，全年累计时间不少于10课时；二是各类网络安全技术培训，每年不少于3人2次；三是根据实际工作需要进行现场教学。
3.1.3文档记录
供应商应建立完整的文档记录，按时向镇江市人社信息中心提供装订成册的纸质版与电子版，具体要求为：
（1）签订维保合同10天内，供应商提交 《系统日常巡检作业指导书》，经镇江市人社信息中心审核、批准后，由工程师执行日常巡检；
（2）签订维保合同10天内，供应商提交《维保设备信息登记表》，记录保修设备的详细配置信息，核对网络结构拓扑图；
（3）维保期内应及时维护和更新《维保设备信息登记表》和网络结构拓扑图，包括位置、参数、配置的变更；
（4）每个自然月的30日前向镇江市人社信息中心提供当月的巡检报告，详细记录巡检日期、巡检人、巡检内容、问题、采取措施及建议、备品备件的使用及储备情况等内容，双方签字确认；
（5）故障抢修后的1个工作日内向镇江市人社信息中心提交“故障检修报告”，每个自然月的30日前向镇江市人社信息中心提供当月的抢修统计记录，其中至少记录接报修时间、报修人、到达现场时间、修复时间、故障原因、故障现象、抢修过程等；
（6）每季度第一月的10日前，提供上季度维保服务总结报告；
（7）维保服务合同到期后的3天内，提供维保服务总结报告。
3.1.4服务质量要求
1、服务响应时间：未在规定时间内响应的或未在规定时间内修复故障按中标价的1%扣除合同款。
2、未按合同要求保质保量完成日常巡检、月度巡检养护工作的，按中标价的0.5%/次扣除合同款。
3、未在规定时间内提交日常巡检记录、月度巡检记录、抢修记录、运维总结的，按中标价的0.5%/次扣除合同款。
4、服务质量严重不到位的，镇江市人社信息中心将对供应商处以整改通知书，供应商收到整改通知书后应于一周内向镇江市人社信息中心提交整改报告。若逾期不提交整改报告或一年之内被二次处以整改通知书的，镇江市人社信息中心有权中止合同，另选供应商继续当年的维保工作，期间产生的费用由原供应商承担。
3.1.5其他维保要求
1、服务期内，供应商及其所提供的设备和服务必须满足江苏省人力资源和社会保障信息中心印发的《省人社一体化信息平台供应链安全管理办法（试行）》文件要求；
2、服务期内，供应商及其驻场运维人员必须遵守国家、省、市及人社部门制定的各类网络安全管理规定。
3、服务期内，供应商必须全力配合镇江市人社信息中心参加镇江市委网信办、公安网安支队等网络安全主管部门所进行的各类检查、评比、考核、攻防演练和应急响应等活动；
4、配合镇江市人社信息中心做好网络及安全设备台账资料整理工作、对使用中的各类网络设备、安全设备等硬件，查清重要供应链产品的版本、型号、生产厂商、开发类型、涉及操作系统、是否有信息回传厂商及回传信息的主要内容等基本要素。
3.2、维保设备明细
3.2.1、网络设备清单
	序号
	名称（品牌及型号）
	数量
	产品配置及维保服务要求
	维保地点

	机关大楼及灾备中心设备

	1
	内网核心路由器
	2套
	H3C RT-SR6608-X(原厂维保服务)
	局信息中心机房

	
	SR6608-X+2 RSE-X3+2 AC650W
	2
	SR6608-X路由器+2 RSE-X3主控+双交流650W电源
	

	
	RT-FIP-380     
	2
	灵活接口平台模块380,2 MIC-X槽位,2端口万兆SFP+,14端口千兆SFP,8端口千兆RJ45
	

	
	LIS-SR6600-Standard-V7    
	2
	H3C SR6600主机软件Comware V7标准版
	

	2
	内网核心交换机
	3套
	H3C S10508以太网交换机(原厂维保服务)
	局信息中心机房及灾备机房

	
	LSUM1SUPC0
	6
	H3C S10500 系列主控制引擎模块
	　

	
	LSUM1FAB08B0
	9
	S10508 & S10508-V交换网板,B类
	　

	
	LSUM1AC2500
	6
	交流电源模块,2500W
	　

	
	LSUM2GT24TSSE0
	3
	24端口千兆以太网电接口(RJ45)+4端口万兆以太网光接口模块(SFP+,LC)
	　

	
	LSUM2GT24PTSSE0
	3
	24端口千兆以太网电接口(RJ45)+20端口千兆以太网光接口(SFP,LC)+4端口万兆以太网光接口模块(SFP+,LC)
	　

	
	LSUM1TGS24FD0
	2
	24端口万兆以太网光接口模块(SFP+,LC)
	

	
	SFP-XG-SX-MM850-D
	6
	SFP+ 万兆模块(850nm,300m,LC)
	　

	
	SFP-GE-SX-MM850-D
	30
	光模块-SFP-GE-多模模块-(850nm,0.55km,LC)
	　

	
	LSWM3STK
	3
	SFP+电缆3m
	

	
	SFP-XG-LH40-SM1550-D
	3
	SFP+ 万兆模块(1550nm,40km,LC)
	

	3
	内网服务器汇聚交换机以及前置专线交换机
	4套
	H3C LS-5560-54C-EI交换机 (供应商维保服务)
	局信息中心机房

	
	LS-5560-54C-EI
	4
	H3C S5560-54C-EI L3以太网交换机主机,支持48个10/100/1000BASE-T端口,支持4个10G/1G BASE-X SFP+端口,支持1个Slot,无电源
	　

	
	LSPM2150A
	8
	150W 资产管理交流电源模块
	　

	
	LSPM1FANSA
	8
	S5560 以太网交换机风扇模块(端口侧出风)
	　

	
	SFP-XG-SX-MM850-D
	8
	SFP+ 万兆模块(850nm,300m,LC)
	

	
	LSWM2STK
	4
	SFP+电缆1.2m
	

	4
	内外网楼层汇聚交换机
	4套
	H3C LS-5560-30F-EI交换机(供应商维保服务)
	局信息中心机房

	
	LS-5560-30F-EI
	4
	H3C S5560-30F-EI L3以太网交换机主机(24SFP+8GE Combo+4SFP Plus+1Slot),无电源
	

	
	LSPM2150A
	8
	150W 资产管理交流电源模块
	

	
	LSPM1FANSA
	8
	S5560 以太网交换机风扇模块(端口侧出风)
	

	
	LSWM2STK
	4
	SFP+电缆1.2m
	

	5
	公共服务网核心交换机
	2套
	H3C S7506E以太网交换机(供应商维保服务)
	局信息中心机房

	
	LS-7506E-NonPoE
	2
	H3C S7506E 以太网交换机主机-非PoE
	　

	
	LSQM3MPUB0
	4
	H3C S7506E-NP交换路由引擎模块
	

	
	LSUM2GT24TSSE0
	4
	24端口千兆以太网电接口(RJ45)+4端口万兆以太网光接口模块(SFP+,LC)
	

	
	LSQM1AC1400
	4
	H3C 交流电源模块,1400W
	

	
	LSWM3STK
	2
	SFP+电缆3m
	

	6
	超融合万兆服务器汇聚交换机
	2套
	H3C S6520-52QF-EI交换机(供应商维保服务)
	局信息中心机房

	
	LS-6520-52QF-EI
	2
	H3C S6520-52QF-EI L3以太网交换机主机,支持48个SFP Plus端口,4个QSFP Plus端口
	　

	
	LSVM1AC300
	4
	300W 交流电源模块
	

	
	LSWM1FANSCB
	4
	H3C S5820X-26S风扇模块(电源侧出风)
	

	
	LSWM1QSTK1
	2
	40G QSFP+ 3m电缆
	

	7
	灾备中心路由器
	1套
	H3C RT-MSR3020-AC(供应商维保服务)
	灾备中心机房

	
	RT-MSR3020-AC-H3
	1
	H3C MSR 30-20 路由器主机(AC)
	

	
	LIS-MSR30-STANDARD-H3
	1
	H3C MSR30系列主机软件 (标准版)
	　

	
	RT-MIM-2GBE-H3
	1
	2端口10/100/1000M Base-T电口(RJ45)模块
	　

	8
	外网网站区核心交换机
	2台
	H3C LS-5800-60C-PWR-H3(供应商维保服务)
	局信息中心机房

	
	LS-5800-60C-PWR-H3
	
	H3C S5800-60C-PWR L3以太网交换机主机,支持48个10/100/1000BASE-T端口,支持4个100/1000BASE-X SFP端口,支持2个接口模块扩展插槽,1个OSM插槽,PoE+,1个PoE+模块插槽,无电源
	

	9
	社保卡服务器汇聚交换机
	2套
	H3C LS-S5800-54S(供应商维保服务)
	局信息中心机房

	
	LS-Z+F2-1
	2
	H3C S5800-54S 以太网交换机主机,含端口侧出风风扇,不含电源，本机自带48千兆电，6个万兆SFP+，2个风扇插槽（已配风扇），2个电源插槽
	

	
	SFP-XG-SX-MM850-A
	4
	SFP+ 万兆模块(850nm,300m,LC)
	　

	
	LSVM1AC650
	4
	650W 交流电源模块
	　

	10
	省一体化平台路由器
	1套
	H3C RT-SR6608-X(供应商维保服务)
	局信息中心机房

	
	RT-SR6608-X
	1
	装配组件-H3C SR6608-X-RTWZ16608X-路由器机框-国内版
	　

	
	RT-RSE-X2
	2
	功能模块-H3C SR6600-X-RTWM1MPUD-路由交换引擎X2-国内海外合一版
	　

	
	RT-FIP-210-H3
	1
	灵活接口平台210,2 HIM 插槽,2 10/100/1000M WAN 端口 (RJ45 and SFP Combo)
	　

	
	LSQM1AC650
	2
	H3C PSR650A 交流电源模块,650W
	　

	
	LIS-SR6600-STANDARD-H3
	1
	H3C SR6600主机软件(标准版)
	　

	
	RT-HIM-8GBE-WAN-H3
	1
	8端口千兆以太网电口接口模块
	　

	11
	RAC内联网交换机
	3套
	H3C LS-5500-34C-HI(供应商维保服务)
	局信息中心机房及灾备机房

	
	LS-5500-34C-HI
	3
	H3C S5500-34C-HI L3以太网交换机主机,支持 24 10/100/1000BASE-T端口,支持4个100/1000 BASE-X SFP端口,支持2个10G/1G BASE-X SFP+端口,支持2个Slots
	　

	
	LSPM2150A
	6
	150W 资产管理交流电源模块
	　

	
	LSWM2STK
	2
	　SFP+电缆1.2m
	　

	
	SFP-GE-LH40-SM1310
	2
	光模块-SFP-GE-单模模块-(1310nm,40km,LC)
	　

	12
	政务网汇聚交换机
	1台
	神州数码DCRS-5950-24(供应商维保服务)
	局信息中心机房

	
	DCRS-5950-24
	
	24口全千兆IPv6路由交换机，24口1000Base-X（SFP）＋8口10/100/1000Base-T(Combo)，基于ASIC的硬件线速 IPv6
	　

	13
	辖市专线汇聚交换机（主用）
	1套
	H3C LS-5500-34C-HI(供应商维保服务)
	局信息中心机房

	
	LS-5500-34C-HI
	1
	H3C S5500-34C-HI L3以太网交换机主机,支持 24 10/100/1000BASE-T端口,支持4个100/1000 BASE-X SFP端口,支持2个10G/1G BASE-X SFP+端口,支持2个Slots
	　

	
	LSPM2150A
	2
	150W 资产管理交流电源模块
	　

	
	辖市专线汇聚交换机（备用）
	1台
	H3C S5130S-52P-EI (供应商维保服务)
	

	
	S5130S-28P-EI
	1
	H3C S5130S-52P-EI L2以太网交换机主机,支持48个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	14
	档案系统汇聚交换机
	2套
	H3C LS-5560-34C-EI（供应商维保服务）
	局信息中心机房

	
	LS-5560-34C-EI
	2
	H3C S5560-34C-EI L3以太网交换机主机,支持28个10/100/1000BASE-T端口,，其中8个是combo口，支持4个10G/1G BASE-X SFP+端口,支持1个Slot,无电源
	　

	
	LSPM2150A
	4
	150W 资产管理交流电源模块
	　

	
	LSPM1FANSA
	4
	S5560 以太网交换机风扇模块(端口侧出风)
	　

	15
	异地就医、社保交换机
	1台
	神州数码DCS-5950-28T(供应商维保服务)
	局信息中心机房

	
	DCRS-5950-28T
	
	万兆IPv6路由交换机，24口10/100/1000Base-T＋4口千兆SFP(Combo)接口+2个万兆扩展插槽＋2口万兆堆叠，基于ASIC的硬件线速 IPv6
	　中心机房

	16
	小型机及存储管理交换机
	1台
	神州数码DCS-3950-52C(供应商维保服务)
	局信息中心机房

	
	DCS-3950-52C
	
	可堆叠智能安全交换机，48口10/100Base-TX，固化4个千兆/百兆Combo(SFP/GT)接口
	　服务器管理接入交换机

	17
	就业服务器汇聚交换机
	1台
	H3C S5130S-28P-EI (供应商维保服务)
	局信息中心机房

	
	S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	18
	管理交换机
	1台
	华为S1000(供应商维保服务)
	局信息中心机房

	
	QUIDWAY S1000
	
	16口10/100/1000Base-T
	　

	19
	内网网管软件
	1套
	H3C iMC网管软件(供应商维保服务)
	局信息中心机房

	
	H3C iMC网管软件
	
	H3C iMC-智能管理平台标准版,H3C iMC-智能管理平台标准版-100 License
	

	20
	网站区运营商接入交换机
	1台
	H3C S5130S-28P-EI交换机(供应商维保服务)
	局信息中心机房

	
	S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	21
	网站区运营商接入交换机
	1台
	神州数码DCS-5950-28T(供应商维保服务)
	局信息中心机房

	
	DCS-5950-28T
	
	万兆IPv6路由交换机，24口10/100/1000Base-T＋4口千兆SFP(Combo)接口+2个万兆扩展插槽＋2口万兆堆叠，基于ASIC的硬件线速 IPv6
	

	22
	上网区运营商接入交换机
	1台
	神州数码DCS-5950-52T(供应商维保服务)
	局信息中心机房

	
	DCS-5950-52T
	
	万兆IPv6路由交换机，48口10/100/1000Base-T＋4口千兆SFP(Combo)接口+2个万兆扩展插槽＋2口万兆堆叠，基于ASIC的硬件线速 IPv6
	上网区机柜

	23
	省厅线路接入交换机
	1台
	H3C S5130S-28P-EI交换机(供应商维保服务)
	局信息中心机房

	
	S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	24
	省厅线路接入交换机
	1台
	H3C S5130S-28P-EI交换机(供应商维保服务)
	局信息中心机房

	
	S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	25
	服务器接入交换机（电子政务网）
	1台
	H3C S3100-52TP-SI交换机(供应商维保服务)
	局信息中心机房

	
	S3100-52TP-SI
	
	H3C S3100-52TP-SI L2以太网交换机主机,支持48个10/100/1000BASE-T电口, 2个10/100/1000Base-T以太网端口，2个1000Base-X SFP千兆以太网端口
	

	26
	服务器接入交换机（外网1）
	1台
	H3C S5130S-28P-EI (供应商维保服务)
	局信息中心机房

	
	S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	
	服务器接入交换机（外网2）
	1台
	H3C S5800-32C (供应商维保服务)
	局信息中心机房

	
	S5800-32C
	
	24个10/100/1000Base-T以太网端口，4个1/10G SFP+端口
	

	
	服务器接入交换机（内网）
	1台
	H3C S5130S-28P-EI (供应商维保服务)
	局信息中心机房

	
	S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	27
	楼层接入交换机1
	31台
	H3C S5130S-28P-EI交换机(供应商维保服务)
	局楼层弱电机房

	
	H3C S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	28
	楼层接入交换机2
	5台
	H3C S5130S-52P-EI交换机(供应商维保服务)
	局楼层弱电机房

	
	H3C S5130S-52P-EI
	
	H3C S5130S-52P-EI L2以太网交换机主机,支持48个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	　

	29
	楼层接入交换机3
	1台
	神州数码DCS-3950-52C(供应商维保服务)
	局楼层弱电机房

	
	DCS-3950-52C
	
	可堆叠智能安全交换机，48口10/100Base-TX，固化4个千兆/百兆Combo(SFP/GT)接口
	　

	30
	信息中心接入交换机4
	2台
	H3C LS-5120-48P-EI(供应商维保服务)
	局楼层弱电机房

	
	LS-5120-48P-EI-H3
	
	H3C S5120-48P-EI-以太网交换机主机(24GE+4SFP Combo)
	　

	31
	超融合管理交换机
	1台
	H3C S5130S-28P-EI交换机(供应商维保服务)
	局信息中心机房

	
	H3C S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	32
	业务汇聚交换机
	1台
	H3C S7503E-S交换机(供应商维保服务)
	

	
	H3C S7503E-S
	
	模块化交换机，双电源，48个10/100/1000Base-T自适应以太网端口（其中4个combo口）
	

	33
	辖市上联流量分割路由器
	1台
	H3C SR6602-X1(供应商维保服务)
	

	
	RT-SR6602-X1
	6
	SR6602-X1 路由器主机(4GE Combo,1 FIP 插槽)
	RT-SR6602-X1

	苏南人才大厦设备

	1
	苏南内网核心交换机
	2套
	H3C LS-5500-34C-HI(供应商维保服务)
	苏南中心机房

	
	LS-5500-34C-HI
	2
	H3C S5500-34C-HI L3以太网交换机主机,支持 24 10/100/1000BASE-T端口,支持4个100/1000 BASE-X SFP端口,支持2个10G/1G BASE-X SFP+端口,支持2个Slots
	　

	
	LSPM2150A
	4
	150W 资产管理交流电源模块
	　

	
	LSPM5GP8P
	2
	8端口100/1000BASE-X以太网光接口模块
	　

	
	LSPM1CX2P
	2
	H3C S5500 2端口万兆以太网CX4接口模块(3m短距离)
	　

	
	LSPM2STKB
	2
	CX4 本地连接线缆(clip-clip)-100cm
	　

	2
	苏南外网核心交换机
	1套
	华为3COM S6506R以太网交换机(供应商维保服务)
	苏南中心机房

	
	LS-6506R-AC-XG
	1
	H3C S6506R以太网交换机交流主机
	　

	
	LS8M4220
	1
	H3C S6500-交流电源模块
	　

	
	LS8M1SRPG
	1
	H3C S6500-交换路由模块
	　

	
	LS8M1GT8UE
	1
	H3C S6500-8端口千兆
	　

	
	LS8M1GP8UB
	1
	H3C S6500-8端口千兆
	　

	
	LS8M1GT20A
	1
	H3C S6500-20端口千兆
	　

	
	SFP-GE-SX-MM850-A
	8
	光模块-SFP-GE-多模模块
	　

	
	GBIC-SX-MM850-A
	4
	光模块-GBIC-GE-多模模块
	　

	3
	苏南接入交换机1
	5台
	H3C S5130S-28P-EI(供应商维保服务)
	苏南楼层机房

	
	H3C S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	

	4
	苏南接入交换机2
	15台
	H3C LS-5024P-EI(供应商维保服务)
	苏南楼层机房

	
	LS-5024P-EI
	
	24个10/100/1000BASE-T自适应以太网端口，2个1000Base-SX/LX SFP光口
	　

	5
	苏南接入交换机3
	2台
	神州数码DCS-3950-28C(供应商维保服务)
	苏南楼层机房

	
	DCS-3950-28C
	
	可堆叠智能安全交换机，24口10/100Base-TX，固化4个千兆/百兆Combo(SFP/GT)接口
	　

	6
	苏南接入交换机4
	4台
	神州数码DCS-3950-52C(供应商维保服务)
	苏南楼层机房

	
	DCS-3950-52C
	
	可堆叠智能安全交换机，48口10/100Base-TX，固化4个千兆/百兆Combo(SFP/GT)接口
	　

	7
	苏南汇聚交换机5
	1台
	H3C S5130S-28P-EI (供应商维保服务)
	苏南楼层机房（2楼）

	
	S5130S-28P-EI
	
	H3C S5130S-28P-EI L2以太网交换机主机,支持24个10/100/1000BASE-T电口,支持4个1000BASE-X SFP端口,支持AC
	


3.2.2、信息安全设备清单
	序号
	名称（品牌及型号）
	数量
	产品配置及维保服务要求
	维保地点

	1
	外网入侵防御（网站区）
	1台
	天融信TopIDP 3000 TI-3430-IDP(原厂维保服务)
	局信息中心机房

	
	TopIDP 3000 TI-3430-IDP
	
	3个可插拨的扩展槽、2个10/100/1000Mb/s UTP口(可作为HA口和管理口)，配置1块TopSEC-CARD-4A4P模块，整机提供18个10/100/1001Mb/s UTP口，提供4路IPS
	　

	2
	外网入侵防御（上网区）
	1台
	绿盟入侵防御系统NIPSNX3-CH3330(原厂维保服务)
	局信息中心机房

	
	NIPSNX3-CH3330
	
	2U，含交流冗余电源模块，2*USB接口，1*RJ45串口，1*RJ45管理口，6*GE（Bypass）接口，,4个千兆SFP插槽，1个接口扩展槽位；包含入侵防护、应用管理、流量管理、抗拒绝服务、防病毒功能
	

	3
	下一代防火墙1
	2台
	天融信NGFW4000-UF TG-83646(原厂维保服务)
	局信息中心机房

	
	NGFW4000-UF TG-83646
	
	2U机箱，最大配置为34个接口， 默认包括4个可插拨的扩展槽和2个10/100/1000BASE-T接口，标配模块化双冗余电源。配置8个10/100/1000 BASE-T接口。支持BYPASS功能。网络吞吐量20G，最大并发连接数400W,配置病毒防护许可
	

	4
	下一代防火墙2
	2台
	绿盟NF NFNX3-HDB3280 (原厂维保服务)
	局信息中心机房

	
	NF NFNX3-HDB3280
	
	硬件配置：1U机型 , 配置双电源 ,1*MGMT，16*GE，4*Combo，4*SFP，6*SFP+，2*扩展插槽，三年白银服务；
性能：网络层吞吐10G；
应用识别特征库升级授3年。防病毒库升级授权3年。IPS特征库升级授权3年。
默认功能：传统防火墙、IPSec VPN等功能，缺省包含15个并发SSLVPN用户授权。
	　


	5
	下一代防火墙3
	2台
	山石网科SG-6000-A2700 (原厂维保服务)
	局信息中心机房

	
	SG-6000-A2700
	
	SG-6000-A2700软硬件平台基本系统，含硬件保修、应用识别库升级和软件升级维护服务。硬件参数2×10GE + 8×GE(光) + 8×GE(电) + MGT；性能参数：吞吐10G，并发300万，新建13万。
	

	6
	下一代防火墙4
	2台
	新华三F1080防火墙(供应商维保、原厂规则库升级服务)
	局信息中心机房

	
	F1080
	
	1个配置口（CON）
主机自带8个千兆光口+16个千兆电口+2个万兆光口，路由模式、透明模式、混杂模式，支持对黑客攻击、蠕虫/病毒、木马、恶意代码、间谍软件/广告软件、DoS/DDoS等常见的攻击防御，基于病毒特征进行检测，配置入侵防御、病毒防护许可
	

	7
	链路负载均衡设备
	1台
	深信服AD-1000-B1800
	局信息中心机房

	
	AD-1000-B1800
	
	4层吞吐量（默认网口）：5Gbps，四层并发连接数：8000000，4层新建连接数 CPS：150000，7层新建请求数 RPS：150000，规格: 1U，电源: 冗余电源，接口: 6千兆电口；2千兆光口SFP；4条WAN链路授权
	　

	8
	堡垒机（内网）
	1台
	思福迪的：LogBaseSOM-B1700 (原厂维保服务)
	局信息中心机房

	
	LogBaseSOM-B1700
	
	LogBaseSOM-B1700，1U，支持所有主流图形终端、字符终端、文件传输和数据库管理，支持HTTP/HTTPS、KVM和第三方软件，2TB*2块硬盘，RAID1，6个千兆电口，可扩展4个千兆电口或光口，内置100个主机/设备操作监控许可证,最大1000个并发会话连接数。
	　

	9
	数据库审计
	1套
	天融信TopAudit TA-1116-DB(原厂维保服务)
	局信息中心机房

	
	TopAudit TA-1116-DB
	
	2U机架式，4个10/100/1000BASE-TX电口采集口，500G存储空间,双电源，记录事件数>35000条/秒，总记录时间>10亿条，审计DB授权数量：无限量
	　

	10
	服务器负载均衡设备
	2台
	深信服AD-1000-B1800 (原厂维保服务)
	局信息中心机房

	
	深信服AD-1000-B1800
	
	性能参数： 4层吞吐量（默认网口）：5Gbps，并发连接数：8000000，4层新建连接数 CPS：150000，7层新建连接数 RPS：150000。
硬件参数：规格：1U，内存大小：8G，硬盘容量：128G minisata SSD，电源：冗余电源，接口：6千兆电口+2千兆光口SFP。
	　

	11
	内网日志审计系统
	1台
	天融信日志收集与分析系统V3 TA-L-SE-100(原厂维保服务)
	局信息中心机房

	
	天融信日志收集与分析系统V3 TA-L-SE-100
TopAudit-Log标准版
	
	天融信日志收集与分析系统V3 TA-L-SE-100 TopAudit-Log标准版，含日志收集、存储、查询、统计分析、告警响应等功能，综合处理峰值：20000EPS；综合处理均值：10000EPS；数据存储能力：大数据存储；压缩加密存储，压缩比10:1；日志存储10000条/M；BT级数据交互式多条件查询,上亿级数据查询结果返回延时小于10s，包含60个日志源授权。1年维保和软件升级。
	

	12
	漏洞扫描设备
	1台
	绿盟RSAS NX3-X(原厂维保服务)
	局信息中心机房

	
	RSAS NX3-X
	
	RSAS NX3-X-C 引擎模块--1U，含交流单电源，1*RJ45串口，1*GE管理口，4个10M/100M/1000M自适应以太网电口扫描口，4个千兆SFP插槽（不含SFP模块），标准配置提供1路授权扫描端口；授权许可-IP点授权（IP点数量），授权可扫描总数量不多于512个无限制范围的IP地址或域名；
	　

	13
	SSL VPN设备
	1台
	深信服VPN- SJJ1813 (原厂维保服务)
	局信息中心机房

	
	VPN-SJJ1813
	
	性能参数：最大理论加密流量（Mbps）：150，最大理论并发用户数：600，IPSec加密最大流量（Mbps）：150，设备整机理论最大吞吐量：500Mbps，设备整机理论最大并发会话数：35w。
硬件参数：规格：1U，内存大小：2G，硬盘容量：32GB SSD，电源：单电源，接口：4千兆电口。
软件规格容量：最大用户数 15000，最大用户组 1500，最大角色数 500，最大web资源数 500，最大tcp资源数 500，最大l3vpn资源数 500。
功能描述：深信服SJJ商密型号产品集SSL/IPSec于一身，采用国家密码管理局颁布的SM1、SM2、SM3、SM4密码算法及其协议，支持多种身份认证方式、细粒度访问权限控制等主要功能，另外可选配扩展支持EMM功能（单独收费），保证远程系统接入的用户身份安全、终端/数据安全、传输安全、应用权限安全和审计安全，符合国家商用密码标准，具有快速、易用、全面等优势特点。
	

	14
	上网行为管理设备
	1台
	深信服AC-3300-J(原厂维保服务)
	局信息中心机房

	
	AC-3300-J
	
	性能规格：支持500Mb的7层应用流量分析，最大支持人数3000人；硬件规格：6个千兆电口,2个千兆光口；三对Bypass接口；1个串口，2个USB接口；功能规格：提供行为管理、应用管控、网页封堵、数据流控、数据审计、有线无线统一认证；
	　

	15
	网络版杀毒软件（内网）
	1套
	亚信科技TrustOne V9.0 (9.0.3248) (原厂维保服务)
	局信息中心机房

	
	亚信科技TrustOne V9.0 (9.0.3248)
	
	900桌面终端+100服务器终端授权，提供防病毒防间谍软件，防ROOTKIT、防火墙、主动深度威胁防护技术、主机入侵防护、虚拟补丁技术、3G网上管控
	　

	16
	堡垒机（外网）
	1台
	思福迪的：LogBaseSOM-B1700 (原厂维保服务)
	局信息中心机房

	
	LogBaseSOM-B1700
	
	LogBaseSOM-B1700，1U，支持所有主流图形终端、字符终端、文件传输和数据库管理，支持HTTP/HTTPS、KVM和第三方软件，2TB*2块硬盘，RAID1，6个千兆电口，可扩展4个千兆电口或光口，内置100个主机/设备操作监控许可证,最大1000个并发会话连接数。
	

	17
	灾备中心入侵防御
	1台
	天融信TopIDP 3000(原厂维保服务)
	灾备中心机房

	
	天融信TopIDP 3000 TI-3430-IDP
	
	2U机型；最大配置为26个接口，包括3个扩展槽位和2个10/100/1000BASE-T接口（可作为HA和管理口）；标配双电源。配置1块TopSEC-CARD-4A4P模块。整机提供10个10/100/1000BASE-T网络接口，提供4路入侵防御
	

	18
	灾备中心防火墙
	1台
	天融信TG-5230(原厂维保服务)
	灾备中心机房

	
	天融信TG-5230
	
	2U机型，最大配置为26个接口，包括3个可插拨的扩展槽和2个10/100/1000BASE-T接口，标配双电源，配置千兆接口扩展卡：4个10/100/1000BASE-T和4个SFP插槽(100M,RJ45)，整机吞吐量>6G，最大并发连接数>1800000，每秒最大新建连接数6万
	

	19
	省一体化平台前置下一代防火墙
	1台
	天融信NGFW4000-UF NG-51228(原厂维保服务)
	局信息中心机房

	
	天融信NGFW4000-UF NG-51228
	
	天融信NGFW4000-UF NG-51228  2U机箱，包括2个可插拨的扩展槽，配置为6个千兆电口和2个SFP插槽，标配模块化双冗余电源，吞吐量：8Gbps，并发连接数：220万。包含入侵防御、病毒防护授权。
	

	20
	应用性能监控设备
	1台
	深信服APM-4200(供应商续保服务)
	局信息中心机房

	
	深信服APM-4200
	
	单向流量分析100M；6个千兆电口；100个设备监控授权、10个系统监控授权、5个数据库监控授权
	

	21
	奇安信终端安全软件
	1套
	安全设备系统---服务器补丁及防病毒安全管理系统（Windows服务器）(原厂维保服务)
	局信息中心机房

	
	奇安信天擎
	
	防病毒+补丁管理（Windows服务器），
针对Windwos Server操作系统进行病毒查杀、服务器补丁管理，系统默认支持WIN2003/WIN2008/WIN2012/，含一年升级服务，100点授权
	

	22
	终端准入设备1
	1台
	盈高入网规范管理系统ASM6305(原厂维保服务)
	局信息中心机房

	
	盈高入网规范管理系统ASM6305
	
	盈高入网规范管理系统ASM6305
支持800点用户，1U机架结构；单电源；标准配置6个1000MBASE-T接口；每秒事务数（TPS)：≥1700（次/秒），最大吞吐量：≥800Mbps，最大并发连接数：1600（条）；包括身份认证模块、访问控制模块、安全检查及智能修复模块、补丁库及规范则更新模块等。
1年免费硬件维保及升级服务
	

	23
	终端准入设备2
	1台
	盈高入网规范管理系统ASM6303(原厂维保服务)
	局信息中心机房

	
	盈高入网规范管理系统ASM6303
	
	盈高入网规范管理系统ASM6303
支持500点用户，1U机架结构；单电源；标准配置6个1000MBASE-T接口；每秒事务数（TPS)：≥1000（次/秒），最大吞吐量：≥500Mbps，最大并发连接数：1000（条）；包括身份认证模块、访问控制模块、安全检查及智能修复模块、补丁库及规范则更新模块等。1年免费硬件维保及升级服务
	

	24
	外网日志审计系统
	1台
	天融信日志收集与分析系统V3 TA-L-SE-100(原厂维保服务)
	局信息中心机房

	
	天融信日志收集与分析系统V3 TA-L-SE-100
TopAudit-Log标准版
	
	天融信日志收集与分析系统V3 TA-L-SE-100 TopAudit-Log标准版，含日志收集、存储、查询、统计分析、告警响应等功能，综合处理峰值：20000EPS；综合处理均值：10000EPS；数据存储能力：大数据存储；压缩加密存储，压缩比10:1；日志存储10000条/M；BT级数据交互式多条件查询,上亿级数据查询结果返回延时小于10s，包含100个日志源授权。1年维保和软件升级。
	

	25
	内网边界防御系统设备
	2台
	天融信TopIDP 3000 TI-31174(原厂维保服务)
	局信息中心机房

	
	天融信TopIDP 3000 TI-31174
	
	天融信TopIDP 3000 TI-31174  2U机箱，最大并发连接：150W，IPS吞吐率：3Gbps，整机吞吐率：8Gbps，最大配置为26个接口，默认包括2个扩展槽位,2个作为HA口和管理口；16个10/100/1000BASE-T接口（1000M,RJ45),其中8个电口支持Bypass。标配单电源。1年IDP规则特征库升级许可，1年免费硬件维保及升级服务
	

	26
	互联网区间隔离防火墙
	1台
	天融信NGFW4000-UF NG-51228(原厂维保服务)
	局信息中心机房

	
	天融信NGFW4000-UF NG-51228
	
	天融信NGFW4000-UF NG-51228  2U机箱，包括2个可插拨的扩展槽，配置为6个千兆电口和2个SFP插槽，标配模块化双冗余电源，吞吐量：8Gbps，并发连接数：220万。1年免费硬件维保及升级服务
	

	27
	数据库脱敏系统
	1台
	安华金和数据库静态脱敏系统DBM-S-E16000(原厂维保服务)
	局信息中心机房

	
	安华金和数据库静态脱敏系统DBM-S-E16000
	
	硬件配置要求：2U机型，双电源；1颗高性能CPU、4T硬盘、64G内存；1个管理口；≥8个10/100/1000BASE-T电口数据口，≥2个扩展插槽；
脱敏速度：40000个数据单元/秒。原厂一年质保服务和软件升级。
脱敏方式：系统支持自定义、图形化操作的脱敏规则和脱敏方式，支持UNICODE标准、中文等字符编码。支持数据库到数据库、数据库到文件、文件到文件、文件到数据库等多种方式。
	

	28
	万兆网闸
	1台
	金电网安FerryWay V2.0-S10000DZ(除本设备提供原厂维保服务外，服务期内，为了满足等级保护2.0标准中关于冗余性、可靠性等的要求，供应商应另行提供同型号设备一台，与采购人现有设备组成双机集群)
	局信息中心机房

	
	金电网安FerryWay V2.0-S10000DZ
	
	内网2个万兆SFP+光模块槽，4个10/100/1000M RJ45接口，1个扩展槽（至多可扩展4个网口），1个串口，2个USB口，1个液晶面板，1个VGA口;外网2个万兆SFP+光模块槽，4个10/100/1000M RJ45接口，1个扩展槽（至多可扩展4个网口），1个串口，2个USB口，1个液晶面板，1个VGA口
	

	29
	网站防护设备
	1台
	金电网安FerryWay V2.0-S3000D(原厂维保服务)
	局信息中心机房

	
	金电网安FerryWay V2.0-S3000D
	
	金电网安WEB应用防护系统V2.0-S3000D 1U设备，标配网络接口 6个1000M电口，4个千兆SFP光模块接口， 2组Bypass ，其他接口： 1个Console口、2个USB口， 吞吐量 ≥3500Mbps ，最大并发连接 ≥400万 ，每秒新建连接数 ≥28000次/秒， 网络延迟 ≤0.02毫秒
	

	30
	内网负载均衡交换机
	2套
	ARRAY APV5850(原厂维保服务)
	局信息中心机房

	
	APV5850
	
	负载均衡Array
APV 5850 AppVelocity ADC (8个千兆电口，8个千兆光口。4个万兆光口。包含链路负载均衡，服务器负载均衡，全局负载均衡， 1U设备，双电源，吞吐量：40G，冗余电源，1年原厂质保。)
	

	31
	盈高视频准入
	1套
	ISA-S-6500L（供应商日常运维服务）
	

	
	ISA-S-6500L
	
	1U机架设备，6个千兆电口，2个千兆SFP插槽，含一组千兆BYPASS，2个可扩展插槽。300台视频设备探测和分析授权，最大可扩展至800点
	

	32
	辖市专线入侵防御
	1套
	天融信TopIDP 3000 TI-3430-IDP(原厂维保服务)
	

	
	TopIDP 3000 TI-3430-IDP
	
	3个可插拨的扩展槽、2个10/100/1000Mb/s UTP口(可作为HA口和管理口)，配置1块TopSEC-CARD-4A4P模块，整机提供18个10/100/1001Mb/s UTP口，提供4路IPS
	

	33
	网络版杀毒软件（外网）
	1套
	天融信TopEDR（供应商日常运维服务）
	局信息中心机房

	
	终端威胁防御系统TopEDR
	
	500个WindowsPC客户端防病毒功能授权, 50个Windowsserver防病毒功能授权
	　



3、区、辖市设备清单
	序号
	名称（品牌及型号）
	数量
	产品配置及维保服务要求
	维保地点

	1
	内网核心交换机 
	1套
	H3C 7506E 交换机(供应商维保服务)
	





丹徒区人社局

	
	LS-7506E-S
	1
	H3C S7506E-S 以太网交换机主机
	

	
	LSQM1AC1400
	2
	H3C S7500E 交流电源模块,1400W
	

	
	LSQM1SRPA0
	2
	H3C S7506E-S Salience VI-Smart 专用交换路由引擎
	

	
	LSQM1GV24PSC0
	1
	H3C S7500E-24端口千兆电接口模块(RJ45),其中4端口可光电复用(SFP,LC)-可升级支持PoE
	

	2
	内网接入交换机1
	8套
	H3C LS-5120S-28P 交换机(供应商维保服务)
	


丹徒区人社局

	
	LS-5120S-28P-EI3
	8
	H3C S5120S-28P-EI,L2以太网交换机主机,24个10/100/1000BASE-T,4个 SFP,支持AC110/220V
	

	
	SFP-STACK-Kit
	8
	SFP堆叠电缆-（150cm，含堆叠模块）
	

	3
	内网接入交换机2
	1套
	H3C LS-5120S-52P 交换机(供应商维保服务)
	丹徒区人社局

	
	LS-5120S-52P-EI
	1
	H3C S5120S-52P-EI,L2以太网交换机主机,48个10/100/1000BASE-T,4个 SFP,支持AC110/220V
	

	
	SFP-STACK-Kit
	1
	SFP堆叠电缆-（150cm，含堆叠模块）
	

	4
	内网边界路由器
	1套
	H3C RT-MSR3640 交换机(供应商维保服务)
	丹徒区人社局

	
	RT-MSR3640
	1
	H3C RT-MSR3640路由器主机
	

	
	AC-PSR300-12A2
	2
	300W AC 电源模块
	

	5
	交换机
	1套
	H3C LS-5560-54C-EI交换机 (供应商维保服务)
	京口区人社局

	
	LS-5560-34C-EI
	1
	H3C S5560-34C-EI L3以太网交换机主机,支持28个10/100/1000BASE-T端口,支持8个1G SFP combo端口,支持4个10G/1G BASE-X SFP+端口,支持1个Slot,无电源
	

	
	LSPM2150A
	2
	150W 资产管理交流电源模块
	

	
	LSPM1FANSA
	2
	S5560 以太网交换机风扇模块(端口侧出风)
	

	6
	路由器
	1套
	H3C MSR3620路由器(供应商维保服务)
	

京口区人社局
　
　

	
	RT-MSR3620-DP
	1
	H3C MSR3620千兆综合业务网关(4GE Combo+2SFP,支持双电源,1U)
	

	
	AC-PSR150-A1
	2
	150W AC电源模块
	

	
	RT-HMIM-4GEE
	1
	4端口千兆以太网电接口HMIM模块
	

	
	RT-HMIM-8GSWF
	1
	8端口百/千兆以太网(4光 + 4光/电 Combo) L2/L3 HMIM模块
	

	7
	辖区前置路由器
	5套
	H3C RT-MSR2020-AC(供应商维保服务)
	京口、润州、丹徒、大港人社局机房　

	
	RT-MSR2020-AC-H3+LIC-S
	5
	H3C MSR 20-20 路由器主机(AC),256M内存,标准版软件
	

	
	RT-SIC-1FEA-H3
	5
	1端口十/百兆以太网电接口模块(RJ45)
	

	8
	新区人社机房交换机
	3台
	H3C S1526交换机(供应商维保服务)
	新区人社局机房

	
	H3C S1526
	
	24个10/100Mbps自协商的以太网端口，2个10/100/1000Mbps 自协商以太网口，1个Console端口
	

	9
	辖市前置路由器
	6套
	H3C RT-SR6602-X1(供应商维保服务)
	丹阳、句容、扬中人社局机房

	
	RT-SR6602-X1
	6
	SR6602-X1 路由器主机(4GE Combo,1 FIP 插槽)
	

	
	LSWM1AC300
	12
	300W交流系统电源模块
	


3.2.3、设备维保要求
★1、对于所有标注为“原厂维保服务”的设备，供应商必须在签订合同后 10 个工作日内，提供相应厂商的原厂维保服务购买证明材料、原厂维保服务的最终用户单位为镇江市人力资源社会保障信息中心，否则供应商将被视为自动放弃成交，并承担违约责任。
★2、对于所有标注为“供应商维保服务”的设备，如出现故障、且供应商在规定的时间内无法修复的，则供应商必须在故障发生之日的起10个工作日内（含故障当日），提交拟无偿提供产品的清单及技术参数、并经镇江市人社信息中心委托组织监理方审核同意，自镇江市人社信息中心审核同意之日起15个工作日内完成全部新产品的供货；供应商提供的产品必须为全新设备，生产日期不得早于2025年1月1日，规则库升级许可结束时间（如有）、原厂维保结束时间均不得早于本项目维保结束时间；设备在本项目结束后，归镇江市人社信息中心所有；同时也必须提供相应的原厂证明材料，证明最终用户单位为镇江市人社信息中心，并注明设备的规则库升级许可结束时间（如有）、原厂维保结束时间。
★3、维保期内，供应商必须对上述网络和安全设备进行维保（包括但不限于维保期内的设备更换），采购方不另行支付任何费用。
★4、成交供应商的驻场工程师必须执行采购方考勤制度、并接受监理方的定期监督检查，维保期内变更驻场工程师需征得镇江市人社信息中心同意。
5、投标人承诺中标后提供 H3C、天融信、亚信安全原厂季度巡检服务。
注：供应商应对加★项进行逐条承诺，有一条承诺有负偏离的，将被定义为未实质性响应招标文件。
四、服务团队要求
人员基本要求
1、供应商应针对本维保项目组建 5 人及以上的专业工程师服务团队，其中 2 人驻场服务，团队成员应具有网络及信息安全运维服务工作经验。项目经理须具有 ITSS 服务项目经理证书、CISAW 信息安全保障人员证书或 CISP 注册信息安全专业人员证书、计算机技术与软件专业技术资格网络工程师（中级或以上）证书；项目组成员需具备相关网络、安全资格证书： CISAW 信息安全保障人员证书、CISP 注册信息安全专业人员证书、计算机技术与软件专业技术资格网络工程师（中级或以上）、CISP-PTE 注册信息安全专业人员-渗透测试工程师证书。驻场人员须取得本次维保主要网络设备厂商认证工程师（H3C 认证工程师）、本次网络安全设备厂商认证工程师（天融信或深信服或绿盟或奇安信或山石网科认证工程师）资格。
★2、常驻现场 2 名工作人员，必须为供应商本单位正式员工，并提供投标人为其缴纳的近半年（至少一个月）社会保险证明材料。
注：★项有负偏离的，将被定义为未实质性响应招标文件。
五、信息保护要求
1、项目组运维工作人员在工作中所接触到的各类重要业务信息、数据，系统资料等，不得向第三方透露。违反本要求或者造成用户信息系统破坏和数据泄露等严重后果的，采购人有权解除合同，并追究相关责任人的法律责任。
2、未经采购人授权，项目组运维工作人员不得对镇江市人社信息中心数据库或重要软件系统作任何操作，必须做到以下几点：
(a)只在规定的区域实行规定的工作，不得进入与之无关的工作区域； 
(b)不得在机房设备上建立与工作无关的网站、网页和服务；不得在设备中传输、粘贴有害信息或与工作无关的信息；
(c)不得擅自对设备进行扫描、探测和入侵信息系统；
(d)不得对工作信息和资源越权访问、违规使用；
(e)不得私自允许他人接触和使用机房设备； 
(f)严禁将工作用设备和文件带离机房； 
(g)未经镇江市人社信息中心同意，严禁以任何方式和介质拷贝服务器上的任何信息及项目中涉及的信息； 
(h)对工作中接触到的敏感信息做到不对外透露；
(i)不得擅自摘抄、下载、复制、拍摄、提供、销毁或私自留存相关文件、资料（含电子文档）；
 (j)不得有其他任何危害信息安全的行为。
3、按照网络信息安全管理部门对网络信息安全的要求，供应商及项目组运维工作人员必须与镇江市人社信息中心签定信息安全保密协议，落实网络信息安全的各项规定。供应商对服务工程师必须进行相关网络信息安全教育，履行相关责任和义务。
4、项目维保期满后，所有资料全部移交给镇江市人社信息中心。
六、验收标准和方法
1、提交维保信息登记表、日常巡检记录周报、月度巡检汇总表、季度维保服务总结、年度维保总结报告、 故障抢修报告及设备维修更换清单等。要求内容记录完整准确。
2、全年系统运行是否正常、维保服务方工程师服务质量是否符合镇江市人社信息中心要求等。
3、镇江市人社信息中心负责对服务质量进行评审，并在各类记录表上签字确认。
七、付款方式
1.合同签订收到发票后10个工作日内支付合同款项的50%。维保服务期满验收合格收到发票后10个工作日内支付合同款项的50%。
2.所有系统和设备的巡检、养护、故障抢修、部件更换、培训的费用为合同总包，采购人不承担任何额外费用。
3.根据服务质量情况，服务期满进行合同结算时扣除相应的罚金。
4.上述不计息，具体以财政拨款进度执行。

[bookmark: _Toc148961832]第五部分  评标办法和标准
1.招标组织方职责
1.1 招标组织方负责组织评标工作，并履行下列职责：
（1）核对评审专家身份和采购人代表授权函，对评审专家在政府采购活动中的职责履行情况予以记录，并及时将有关违法违规行为向财政部门报告；
（2）宣布评标纪律；
（3）公布供应商名单，告知评审专家应当回避的情形；
（4）组织评标委员会推选评标组长，采购人代表不得担任组长；
（5）在评标期间采取必要的通讯管理措施，保证评标活动不受外界干扰；
（6）根据评标委员会的要求介绍政府采购相关政策法规、招标文件；
（7）维护评标秩序，监督评标委员会依照招标文件规定的评标程序、方法和标准进行独立评审，及时制止和纠正采购人代表、评审专家的倾向性言论或者违法违规行为；
（8）核对评标结果，有《政府采购货物和服务招标投标管理办法》（财政部87号令）第六十四条规定情形的，要求评标委员会复核或者书面说明理由，评标委员会拒绝的，应予记录并向本级财政部门报告；
（9）评审工作完成后，按照规定向评审专家支付劳务报酬和异地评审差旅费，不得向评审专家以外的其他人员支付评审劳务报酬；
（10）处理与评标有关的其他事项。
2.评标委员会职责
2.1 评标委员会负责具体评标事务，并独立履行下列职责：
（1）审查、评价投标文件是否符合招标文件的商务、技术等实质性要求；
（2）要求供应商对投标文件有关事项作出澄清或者说明；
（3）对投标文件进行比较和评价；
（4）确定中标候选人名单，以及根据采购人委托直接确定中标供应商；
（5）向采购人、采购代理机构或者有关部门报告评标中发现的违法行为。
3.评标注意事项
3.1 评标时，评标委员会各成员应当独立对每个供应商的投标文件进行评价，并汇总每个供应商的得分。
3.2 评标委员会认为供应商的报价明显低于其他通过符合性审查供应商的报价，有可能影响服务质量或者不能诚信履约的，应当要求其在评标合理的时间内提供书面说明，必要时提交相关证明材料。供应商不能证明其报价合理性的，评标委员会应当将其作为无效投标处理。
3.3 对于投标文件中含义不明确、同类问题表述不一致或者有明显文字和计算错误的内容，评标委员会应当以书面形式要求供应商作出必要的澄清、说明或者补正。
3.4 评标委员会成员对需要共同认定的事项存在争议的，应当按照少数服从多数的原则作出结论。持不同意见的评标委员会成员应当在评审报告上签署不同意见及理由，否则视为同意评审报告。
3.5 评标委员会及其成员不得有下列行为：
（1）确定参与评标至评标结束前私自接触供应商；
（2）接受供应商提出的与投标文件不一致的澄清或者说明，《政府采购货物和服务招标投标管理办法》（财政部87号令）第五十一条规定的情形除外；
（3）违反评标纪律发表倾向性意见或者征询采购人的倾向性意见；
（4）对需要专业判断的主观评审因素协商评分；
（5）在评标过程中擅离职守，影响评标程序正常进行；
（6）记录、复制或者带走任何评标资料；
（7）其他不遵守评标纪律的行为。
评标委员会成员有上述第一至五项行为之一的，其评审意见无效，并不得获取评审劳务报酬和报销异地评审差旅费。
3.6 评标中因评标委员会成员缺席、回避或者健康等特殊原因导致评标委员会组成不符合相关法律法规规定的，采购人或采购代理机构将依法补足后继续评标，被更换的评标委员会成员所作出的评标意见无效。无法及时补足评标委员会成员的，采购人或采购代理机构将停止评标活动，封存所有投标文件和开标、评标资料，依法重新组建评标委员会进行评标，原评标委员会所作出的评标意见无效。采购人或采购代理机构将变更、重新组建评标委员会的情况予以记录，并随招标文件一并存档。
3.7 评标委员会发现招标文件存在歧义、重大缺陷导致评标工作无法进行，或者招标文件内容违反国家有关强制性规定的，应当停止评标工作，与采购人或采购代理机构沟通并作书面记录。采购人或采购代理机构确认后，应当修改招标文件，重新组织采购活动。
4.评标过程的保密
4.1 评标开始后，至向中标的供应商授予合同时止，与审查、澄清、评价和比较投标的有关资料以及授标建议等，均不得向供应商以及与评标无关的其他人员透露。
4.2 在评标过程中，如果供应商试图在投标文件审查、澄清、比较及授标建议等方面向招标组织方或参加评标的人员施加任何影响，都将会导致其投标无效。
4.3 评标应当在严格保密的情况下进行，除采购人代表、评标现场组织人员外，采购人的其他工作人员以及与评标工作无关的人员不得进入评标现场。有关人员对评标情况以及在评标过程中获悉的国家秘密、商业秘密负有保密责任。
5.报价前后不一致的处理原则
[bookmark: EB6121af000f414d10a5df9d964b664ff4]5.1 投标文件报价出现前后不一致的，按照下列规定修正：
（1）投标文件中开标一览表内容与投标文件中相应内容不一致的，以开标一览表为准；
（2）大写金额和小写金额不一致的，以大写金额为准；
（3）单价金额小数点或者百分比有明显错位的，以开标一览表的总价为准，并修改单价；
（4）总价金额与按单价汇总金额不一致的，以单价金额计算结果为准。
同时出现两种以上不一致的，按上述规定排序在先的原则进行修正，修正后的报价须经供应商确认后产生约束力，供应商确认应当以书面形式，并加盖公章，或者由法定代表人或其授权代表签字。供应商不确认的，其投标无效。
6.供应商资格审查
[bookmark: EB1df2d3c7f73f4d72bb0f95c23ab2d868][bookmark: EBcffa9cb43a10400db96afc335b3717bc]☑6.1 采用资格后审方式
开标结束后，采购人或代理机构将依法对供应商的资格进行审查。资格审查的内容如下：
	序号
	审查要素
	审查内容

	1
	具有独立承担民事责任的能力
	提供法人或者其他组织的营业执照等证明文件；自然人的身份证明。

	2
	具有良好的商业信誉
和健全的财务会计制度
	2024年度财务报告（成立不满一年的提供至少一个月），或银行出具的资信证明，或财政部门认可的政府采购专业担保机构出具的投标担保函等，或提供资格承诺函。

	3
	具有履行合同所必需的设备和专业技术能力
	供应商相关信息一览表，或提供资格承诺函。

	4
	有依法缴纳税收和社会
保障资金的良好记录
	提供参加本次政府采购活动前六个月（至少一个月）依法缴纳税收和社会保险的相关材料，或提供资格承诺函。

	5
	参加政府采购活动前三年内，在经营活动中没有重大违法记录
	（1）投标承诺函。
（2）“信用中国”网站（www.creditchina.gov.cn）、中国政府采购网（www.ccgp.gov.cn）的查询结果未列入失信被执行人名单、重大税收违法案件当事人名单、政府采购严重违法失信行为名单,以现场查询为准。或提供资格承诺函。

	6
	法律、法规和招标文件规定的其他资格
	见“第一部分  投标邀请”。

	7
	落实政府采购政策需满足的资格要求
	见“第一部分  投标邀请”。

	8
	本项目特定资格要求
	见“第一部分  投标邀请”。


7.供应商符合性审查
7.1 评标委员会将对符合资格的供应商的投标文件进行符合性审查，审查内容主要是投标文件的有效性和对招标文件的响应程度，以确定是否满足招标文件的实质性要求。
	[bookmark: EBbf62c27514f942048e872f4510d87fc2]序号
	审查要素
	审查内容

	1
	投标文件有效性
	电子投标文件的有效电子签章。投标报价。未发现属无效投标的其他情形。

	2
	投标文件完整性
	投标文件内容完整性、齐全性。

	3
	对招标文件响应程度
	审查投标文件与招标文件要求的主要条款、条件和技术规格是否相符，是否存在重大偏离或保留。



审查投标文件与招标文件要求的主要条款、条件和技术规格是否相符，是否存在重大偏离或保留。所谓重大偏离或保留系指影响到招标文件规定的服务范围、质量和性能的，或者在实质上与招标文件不一致，有限制采购人权利和供应商义务的规定，而纠正这些偏离或保留将会对其他实质上响应招标文件的供应商的竞争地位产生不公正的影响（重大偏离或保留的认定须经评标委员会半数以上同意）。评标委员会决定投标文件的响应性只根据投标文件本身的内容，而不寻求外部的证据。
[bookmark: EB9f10e38907c04489b7b868cd4c9f4b8a]供应商存在下列情况之一的，其投标无效：
（1）投标文件未按招标文件要求进行有效签章的；
（2）报价超过招标文件中规定的预算金额或最高限价的；
（3）采购人拟采购的产品属于政府强制采购的节能产品品目清单范围的，供应商未按招标文件要求提供国家确定的认证机构出具的、处于有效期之内的节能产品认证证书的；
（4）投标文件含有采购人不能接受的附加条件的;
（5）评标委员会认为供应商的报价明显低于其他通过符合性审查供应商的报价，有可能影响服务质量或者不能诚信履约，要求供应商在合理的时间内提供书面说明，必要时提交相关证明材料，供应商不能证明其报价合理性的；
（6）供应商对根据修正原则修正后的报价不确认的；
（7）投标文件中提供了虚假或失实资料的；
（8）不同供应商的电子投标文件出自同一台电脑；
（9）供应商存在串通投标情形的；
（10）为本项目提供整体设计、规范编制或者项目管理、监理、检测等服务的；
（11）不同供应商的法定代表人或单位负责人为同一个人或者存在直接控股、管理关系的；
（12）投标文件不满足招标文件的其它实质性要求的；
（13）采购需求中加“★”项有负偏离的。
（14）法律、法规、规章（适用本市的）及省级以上规范性文件（适用本市的）规定的其他无效情形。
8.商务和技术评估
[bookmark: EB219b6b477584474cb0ab8660990a36a0][bookmark: EBa0a1699e4977444eac4c90b7cae614d0][bookmark: _Hlk207720741]☑8.1 本项目采用综合评分法。
	[bookmark: EB31a4709c9f5a4f2daf007db3d6d03fcd]评分项目
	技术评估
	商务评估
	价格评估

	分值
	55.00
	35.00
	10.00



（1） 技术评估
	序号
	评审因素
	评审细则
	分值

	1.1
	总体项目理解
	根据投标人提供的项目理解，包括但不限于：对本项目的运维服务质量的理解、运维设备维护的考核，完全包含上述要点得8分，有缺项或无方案不得分。
方案贴合采购人实际的加2分。
方案完整有操作性的加2分。
	12

	1.2
	日常巡检方案
	根据投标人提供的日常巡检方案，包括但不限于：
（1）系统巡检和日常操作事务处理；
（2）巡检中发现问题时，及时上报处理；
（3）检查网络和安全设备是否正常可用，是否有指示硬件故障报警；
（4）检查网络和安全设备设备自身系统软件运行是否正常，是否需要升级；
（5）检查所有网络和安全设备之间访问和运行状况是否正常；
（6）检查杀毒软件运行情况、发现问题及时处置并做好相关记录；
（7）检查网络安全日志收集情况、发现问题及时处置并做好相关记录；
（8）定期开展网络安全漏洞扫描等安全预防工作、发现问题及时处置并做好相关记录；
（9）配合做好各类网络安全检查（攻防演练）等工作、形成相关文档资料；
（10）其他日常网络安全巡检要求；
上述内容逐条完整响应得5分,有负偏离的本项不得分。
	5

	1.3
	网络调整方案
	根据投标人提供的网络调整方案，包括但不限于： 当出现网络问题、安全问题或需要调整网络结构时，及时安排工程师制定解决方案，并协助采购人实施直至问题得到解决。方案完全包含上述要点且满足招标文件要求的得3分，方案有缺项或无方案的不得分。
方案贴合采购人实际的加1分。
方案有可操作性的加1分。
	5

	1.4
	
安全整改服务方案
	根据投标人提供的安全整改服务方案，包括但不限于：
（1）根据采购人要求，在每年等级保护测评及整改、数据安全风险评估及整改、密码应用安全性评估及整改、网络资产识别梳理等工作 时，根据测评情况做好所有网络和安全设备的安全整改。
（2）整改服务内容包括但不限于：网络设备密码的修改、补丁升级、策略调整等相关工作，确保安全整改过程中及整改后网络设备的正常运行。
方案完全包含上述要点且满足招标文件要求的得5分，方案有缺项或无方案的不得分。
方案贴合采购人实际的加1.5分。
方案有可操作性的加1.5分。
	8

	1.5
	停机维护方案
	根据投标人提供的停机维护方案，包括但不限于：
（1）根据采购人的要求，制定各类设备停机维护的详细实施计划。
（2）停机维护应在具备原厂认证资质的工程师指导下进行。
（3）具体停机维护时间由采购人提前通知，原则上一年一次。
上述内容逐条完整响应得5分,有负偏离的本项不得分。
	5


	1.6
	文档记录响应
	根据投标人提供的文档记录响应方案，包括但不限于：
（1）承诺签订维保合同 10天内，提交《系统日常巡检作业指导书》，《系统日常巡检作业指导书》经采购人审核、批准后，由工程师执行日常巡检；
（2）承诺签订维保合同10天内，提交《维保设备信息登记表》，记录保修设备的详细配置信息，核对网络结构拓扑图；
（3）承诺维保期内及时维护和更新《维保设备信息登记表》和网络结构拓扑图，包括位置、参数、配置的变更；
（4）承诺每个自然月的30日（2月为28日）前，向采购人提供当月的巡检报告，详细记录巡检日期、巡检人、巡检内容、问题、采取措施及建议等内容，双方签字确认；
（5）承诺故障抢修后的1个工作日内向采购人提交“故障检修报告”，每个自然月的30日（2月为28日）前向采购人提供当月的抢修统计记录，其中至少记录接报修时间、报修人、到达现场时间、修复时间、故障原因、故障现象、抢修过程等。
上述内容逐条完整响应得5分,有负偏离的本项不得分。
	5

	1.7
	信息保护响应
	投标人对项目需求中信息保护要求进行响应，包括但不限于：（1）项目组运维工作人员在工作中所接触到的各类重要业务信息、数据，系统资料等，不得向第三方透露。违反本要求或者造成用户信息系统破坏和数据泄露等严重后果的，采购人有权解除合同，并追究相关责任人的法律责任。
（2）未经采购人授权，项目组运维工作人员不得对镇江市人社信息中心数据库或重要软件系统作任何操作，必须做到以下几点：
(a)只在规定的区域实行规定的工作，不得进入与之无关的工作区域； 
(b)不得在机房设备上建立与工作无关的网站、网页和服务；不得在设备中传输、粘贴有害信息或与工作无关的信息；
(c)不得擅自对设备进行扫描、探测和入侵信息系统；
(d)不得对工作信息和资源越权访问、违规使用；
(e)不得私自允许他人接触和使用机房设备； 
(f)严禁将工作用设备和文件带离机房； 
(g)未经镇江市人社信息中心同意，严禁以任何方式和介质拷贝服务器上的任何信息及项目中涉及的信息； 
(h)对工作中接触到的敏感信息做到不对外透露；
(i)不得擅自摘抄、下载、复制、拍摄、提供、销毁或私自留存相关文件、资料（含电子文档）；
 (j)不得有其他任何危害信息安全的行为。
（3）按照网络信息安全管理部门对网络信息安全的要求，供应商及项目组运维工作 人员必须与镇江市人社信息中心签定信息安全保密协议，落实网络信息安全的各项规定。供应商对服务工程师必须进行相关网络信息安全教育，履行相关责任和义务。
（4）项目维保期满后，所有资料全部移交给镇江市人社信息中心。
上述内容逐条完整响应的得5分，有负偏离的本项不得分。
	5

	1.8
	服务时间响应
	考察投标人提供的服务时间响应方案，包括但不限于：
（1）承诺设立报修电话，24小时应答响应；
（2）承诺网络和安全设备故障导致核心业务系统不可用，恢复时间在20分钟以内；
（3）承诺核心业务系统失去冗余(可能导致业务系统不可用)的或非核心业务系统不可用的，恢复时间在2小时以内；
（4）承诺其他隐患类故障，恢复时间在3个工作日以内；
（5）承诺在规定处置时间内无法修复故障的，提供备品、备机的。
上述内容逐条完整响应得5分,有负偏离的本项不得分。
	5

	1.9
	原厂技术支持
	投标人承诺中标后提供H3C、天融信、亚信安全原厂季度巡检服务的得 5分；不承诺或承诺有负偏离不得分。
注：提供承诺函，格式自拟。
	5


（2） 商务评估
	[bookmark: EB8bc87097367b4d119bf6570f05cbf4c9]序号
	评审因素
	评审细则
	分值

	2.1
	投标人
资质荣誉
	投标人具有以下有效资质：
①具有信息技术服务运行维护标准（ITSS）符合性证书三级及以上的得2分。
②具有（ISO27001）信息安全管理体系认证证书的得2分。
③具有CCRC信息安全服务资质认证证书（信息系统安全运维三级及以上)的得2分。
④具有（ISO9001）质量管理体系认证证书的得2分。
注：须提供有效的相关证书扫描件并加盖投标人公章,否则不得分。
	8

	2.2
	经验
	根据投标人自身承接的2022年1月1日以来（以合同签订时间为准）类似成功案例，考察成功案例的内容（网络和信息安全设备维保）。
①每提供一个包含上述2项服务内容的成功案例得4分，最高得12分。  
②每提供一个包含上述1项服务内容的成功案例得2分，最高得6分。
本项满分12分。
注：须提供合同及验收材料扫描件，有缺项不得分。
	12

	2.3
	项目经理
	项目经理：
①具备ITSS服务项目经理证书的得2分。
②具有CISAW信息安全保障人员证书或CISP注册信息安全专业人员证书的得2分。
③具有计算机技术与软件专业技术资格网络工程师（中级或以上）证书的得2分。
注：必须为投标人单位职工，提供有效的劳动合同或投标人近半年（至少1个月）为其缴纳的社会保险的证明材料扫描件，并提供有效证书扫描件（或能够官网查询的，可提供官网链接及官网截图），有缺项不得分。
	6

	2.4
	项目组
成员能力
	项目组成员（除项目经理）中：
②具有计算机技术与软件专业技术资格网络工程师（中级或以上）证书的有一个得2分，最高得4分。
③具有CISP注册信息安全专业人员证书或CISAW信息安全保障人员证书的，每有一种证书得1分，最高得2分。
④具有CISP-PTE注册信息安全专业人员-渗透测试工程师证书的得 3分。
注：必须为投标人单位职工，提供有效的劳动合同或投标人近半年（至少1个月）为其缴纳的社会保险的证明材料扫描件，并提供有效证书扫描件，有缺项不得分。
	9


（三）价格评估
	[bookmark: EB106c42a64f014223a8cdd057d1897c82]序号
	评审因素
	评审细则
	分值

	3.1
	投标报价
	满足招标文件要求且投标价格最低的投标报价为评定的基准价，其价格分为满分。
其他供应商的价格分统一按照下列公式计算：报价得分=（评分基准价/投标报价）×10分。
注：如果供应商报价属于苏财购【2025】62号文审查情形的，评审委员会将开展异常低价审查。
	10


9.相同品牌产品的处理原则
9.1 非单一产品采购项目，采购人应当根据采购项目技术构成、产品价格比重等合理确定核心产品。本项目核心产品见采购需求。
9.2 使用综合评分法的采购项目，核心产品提供相同品牌产品且通过资格审查、符合性审查的不同供应商参加同一合同项下投标的，按一家供应商计算，评审后得分最高的同品牌供应商获得中标候选人推荐资格；评审得分相同的，由采购人委托评标委员会按照技术指标优劣顺序确定一个供应商获得中标供应商推荐资格，其他同品牌供应商不作为中标候选人。采用最低评标价法的采购项目，提供相同品牌产品的不同供应商参加同一合同项下投标的，以其中通过资格审查、符合性审查且报价最低的参加评标；报价相同的，由采购人或者采购人委托评标委员会按照招标文件规定的方式确定一个参加评标的供应商，招标文件未规定的采取随机抽取方式确定，其他投标无效。
10.允许修改评标结果的情形
10.1 评标结果汇总完成后，除下列情形外，任何人不得修改评标结果：
（1）分值汇总计算错误的；
（2）分项评分超出评分标准范围的；
（3）评标委员会成员对客观评审因素评分不一致的；
（4）经评标委员会认定评分畸高、畸低的。
评审报告签署前，经复核发现存在以上情形之一的，评标委员会应当当场修改评标结果，并在评审报告中记载；评审报告签署后，采购人或者采购代理机构发现存在以上情形之一的，应当组织原评标委员会进行重新评审，重新评审改变评标结果的，书面报告本级财政部门。
11.推荐中标候选人
[bookmark: EBe3d073c7a09944299975a333a1fea417]11.1采用综合评分法的，评标结果按评审后得分(得分保留到小数点后2位，四舍五入)由高到低顺序排列。得分相同的，按投标报价由低到高顺序排列。得分且投标报价相同的并列。投标文件满足招标文件全部实质性要求，且按照评审因素的量化指标评审得分最高的供应商为排名第一的中标候选人。
[bookmark: _Toc148961833]第六部分  投标文件（格式）








投 标 文 件


项目编号：JSZC-321100-JSWX-G2025-0042

项目名称：2025-2026年度镇江人社“网络和信息安全系统服务”





投 标 人（公章）：
[bookmark: _Toc256000022][bookmark: _Toc148961834]
目录（自行编制）

···

一、资格条件
资格条件对应“供应商资格审查”，依次提供。
	序号
	审查要素
	审查内容

	1
	具有独立承担民事责任的能力
	提供法人或者其他组织的营业执照等证明文件；自然人的身份证明。

	2
	具有良好的商业信誉
和健全的财务会计制度
	2024年度财务报告（成立不满一年的提供至少一个月），或银行出具的资信证明，或财政部门认可的政府采购专业担保机构出具的投标担保函等，或提供资格承诺函。

	3
	具有履行合同所必需的设备和专业技术能力
	供应商相关信息一览表，或提供资格承诺函。

	4
	有依法缴纳税收和社会
保障资金的良好记录
	提供参加本次政府采购活动前六个月（至少一个月）依法缴纳税收和社会保险的相关材料，或提供资格承诺函。

	5
	参加政府采购活动前三年内，在经营活动中没有重大违法记录
	（1）投标承诺函。
（2）“信用中国”网站（www.creditchina.gov.cn）、中国政府采购网（www.ccgp.gov.cn）的查询结果未列入失信被执行人名单、重大税收违法案件当事人名单、政府采购严重违法失信行为名单,以现场查询为准。或提供资格承诺函。

	6
	法律、法规和招标文件规定的其他资格
	见“第一部分  投标邀请”。

	7
	落实政府采购政策需满足的资格要求
	见“第一部分  投标邀请”。

	8
	本项目特定资格要求
	见“第一部分  投标邀请”。




(一)投标函
（采购代理）：
根据贵方关于（项目名称）、（项目编号）的投标邀请，我方已完全理解招标文件的所有内容。
据此函，我方兹宣布同意如下：
1．按招标文件规定提供货物（服务）的唯一投标报价见开标一览表。
2．我方承诺根据招标文件的规定，完成合同义务，并承担责任（如有偏离，在投标文件中另作说明）。
3．我方已详读全部招标文件，包括招标文件书面修改通知（如果有的话），我方完全理解并同意放弃对这方面不明及误解的权利。
4．我方已详读全部投标文件，保证提供的投标文件及所有材料的完整、真实、合法、有效性并对其负责，承诺在评审期间，如评标委员会对我方提出澄清要求，将及时作出响应，否则自行承担后果。
5．我方同意从规定的招标日期起遵循本招标文件，并在规定的投标有效期期满之前均具有约束力。
6．我方同意向贵方提供贵方可能要求的与本投标有关的任何证据或资料。
7．我方知道如用虚假材料或恶意方式向贵方提出质疑，将承担相应的法律责任。同时承诺：我方如果有上述行为，将无条件承担贵方相关的调查论证费用。
8．我方承诺：参加政府采购活动前三年内，在经营活动中没有重大违法记录。
9．本次投标文件内容与招标文件内容偏离情况见偏离说明（如果有）。
10．遵守招标文件中要求的收费项目和标准。
11．与本投标有关的一切正式往来通讯请寄：
地址：           电话：
传真：           邮政编码：
供应商（公章）：
法定代表人或授权代表签章：
日 期：

(二)履行合同所必需的设备和专业技术能力
	
一
	公司基本信息

	1
	公司名称
	

	2
	注册资金
	
	3
	公司地址
	

	4
	从业人数
	
	5
	法定代表人
	

	6
	开户银行
	
	7
	账号
	

	8
	项目联系人
	
	9
	联系电话
	

	二
	公司财务状况

	（一）
	2024年度财务状况

	1
	营业收入（万）：
	
	2
	利润总额（万）
	

	3
	年末“固定资产合计”（万）
	
	4
	年末“流动资产”余额（万）
	

	5
	年末“短期负债”余额（万）
	
	6
	年末“长期负债”余额（万）
	

	7
	年末“资产总计”余额（万）
	
	8
	年末“货币资金”余额（万）
	

	三
	供应商其他信息

	（一）
	公司取得的相关资质及等级：
	

	（二）
	公司2022年度后获得的荣誉及表彰情况
	

	四
	提供本项目服务所必须的专业设备一览表（必填） 

	序号
	品牌、型号及主要参数配置简述
	购置年份
	价格
	数量
	用途

	1
	
	
	
	
	

	2
	
	
	
	
	

	3
	
	
	
	
	

	…
	
	
	
	
	

	五
	提供本项目服务所必须的专业技术能力（必填）

	 




(三)法定代表人（负责人）身份证明书

兹证明      同志，性别      ，居民身份证号         ，在我单位任               职务，系我单位主要负责人即法定代表人。

单位地址：

电    话：

单位全称： 

公   章 ：

  年     月    日


附：法定代表人居民身份证扫描件
注：1.“法定代表人”直接参加投标响应活动的仅需填写本身份证明。
2.供应商属于非法人组织的，按照法律、行政法规规定能够对外代表其从事民事活动的主要负责人，视同法定代表人。

(四)法定代表人（负责人）授权委托书

本授权书声明：（供应商名称）法定代表人（姓名） 授权（委托代理人的姓名、身份证号）为我方就（项目名称）、（项目编号）项目的投标活动的合法代理人，以本公司名义全权处理一切与该项目投标有关的事务（含合同签订）。
	
本授权书于 年 月 日在相应位置签字或盖章后生效，特此声明。
委托代理人身份证号码：                        
委托代理人联系电话：（手机）                        
法定代表人（负责人）签章：                        


供应商名称（公章）：
日     期：

附：委托代理人居民身份证扫描件

(五)资格承诺函
[bookmark: 书签4]致：（采购人、采购代理机构）
我单位参与（项目名称）、（项目编号）项目的政府采购活动，现承诺如下：
1.我方具有良好的商业信誉和健全的财务会计制度。
2.我方具有履行合同所必需的设备和专业技术能力。
3.我方具有依法缴纳税收和社会保障资金的良好记录。
4.我方参加本项目采购活动前三年内，在经营活动中没有重大违法记录。
若我单位承诺不实，自愿承担提供虚假材料谋取中标、成交的法律责任。

投标供应商（全称并盖章）：         
供应商法定代表人或授权代表（签字或签章）：    
日期：     
﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍﹍
说明：
1.供应商可自行选择是否提供本承诺函，若不提供本承诺函的，应按采购文件要求提供相应的证明材料。
   2.供应商可删减承诺事项，删减的承诺事项须按采购文件要求提供相应的证明材料。比如删去本承诺函第3项的，则应按采购文件要求提供依法缴纳税收和社会保障资金的良好记录。



	

二、符合条件

符合条件对应“供应商符合性审查”，格式自拟。
	序号
	审查要素
	审查内容

	1
	投标文件
有效性
	电子投标文件的有效电子签章。投标报价。
未发现属无效投标的其他情形。

	2
	对招标文件
响应程度
	审查投标文件与招标文件要求的主要条款、条件和技术规格是否相符，是否存在重大偏离或保留。




三、技术部分

技术部分对应评分标准“技术评估”，依次详述，格式自拟。
[bookmark: _Toc256000083][bookmark: _Toc27351]
四、商务部分

商务部分对应评分标准“商务评估”，依次详述，格式自拟。

五、服务要求

对应第四部分 采购需求中“服务要求”逐条进行响应和承诺。

六、其他需供应商提供的相关材料（如有）
[bookmark: _Toc256000086]
以下格式按需拟用：
(一)项目经理能力
	
姓名
	
	近3年工作业绩及承担的主要工作

	性别
	
	

	年龄
	
	

	职称
	
	

	毕业时间
	
	

	所学专业
	
	

	学历
	
	

	证书名称
	
	

	专业资格
	
	

	联系电话
	
	

	曾担任项目主要负责人的项目
	



注：1、项目经理具有资格证书的，应在本栏目提交相关证书扫描件。
2、列入本表人员如要更换，需经采购人同意。擅自更换属违约行为。
3、项目经理须提供近半年（至少一个月）供应商为其缴纳社会保险的证明材料。
[bookmark: _Toc256000087]
(二)项目实施成员能力
	序号
	姓名
	身份证号
	人员类别
	技术证书、
级别
	相关工作经验
	备注

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	


注：1、行数不够，请自行添加。
2、列入本表人员如要更换，须经采购人同意，擅自更换属违约行为。
3、列入上表人员需提供近半年（至少一个月）供应商为其缴纳社会保险的证明材料。
4、列入上表人员具有相关证书、工作经验的，应在本栏目提交相关证明材料扫描件。
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(三)技术响应及偏离表
(一)、实质性要求参数响应偏离表
	序号
	标的名称
	响应产品名称及型号
	文件要求参数
	响应参数
	偏离情况（正偏离/无偏离/负偏离）
	备注（证明材料位置）

	1
	
	
	
	
	
	

	2
	
	
	
	
	
	

	3
	
	
	
	
	
	

	4
	
	
	
	
	
	

	5
	
	
	
	
	
	

	6
	
	
	
	
	
	

	7
	
	
	
	
	
	

	8
	
	
	
	
	
	

	9
	
	
	
	
	
	

	10
	
	
	
	
	
	

	11
	
	
	
	
	
	

	12
	
	
	
	
	
	

	13
	
	
	
	
	
	

	14
	
	
	
	
	
	

	15
	
	
	
	
	
	

	16
	
	
	
	
	
	

	17
	
	
	
	
	
	

	18
	
	
	
	
	
	

	19
	
	
	
	
	
	

	20
	
	
	
	
	
	

	21
	
	
	
	
	
	


注：1.按实际如实填写偏离表，如果虚假响应或简单复制招标文件提供的技术要求，将可能被视为无效的响应。
2.该表不能作为投标产品的技术文件，供应商应在本栏目提供产品技术证明文件。
3、行数不够，供应商自行添加。
供应商（公章）：   
法定代表人或授权代表签章：   
日 期：   

(二) 重要指标要求参数响应偏离表
	序号
	标的名称
	响应产品名称及型号
	文件要求参数
	响应参数
	偏离情况（正偏离/无偏离/负偏离）
	备注（证明材料位置）

	1
	
	
	
	
	
	

	2
	
	
	
	
	
	

	3
	
	
	
	
	
	

	4
	
	
	
	
	
	

	5
	
	
	
	
	
	

	6
	
	
	
	
	
	

	7
	
	
	
	
	
	

	8
	
	
	
	
	
	

	9
	
	
	
	
	
	

	10
	
	
	
	
	
	

	11
	
	
	
	
	
	

	12
	
	
	
	
	
	

	13
	
	
	
	
	
	

	14
	
	
	
	
	
	


注：1.按实际如实填写偏离表，如果虚假响应或简单复制招标文件提供的技术要求，将可能被视为无效的响应。
2. 该表不能作为投标产品的技术文件,供应商应在本栏目提供产品技术证明文件。
3、行数不够，供应商自行添加。
供应商（公章）：
法定代表人或授权代表签章：
日 期：

(三) 一般指标要求参数响应偏离表
	序号
	标的名称
	响应产品名称及型号
	文件要求参数
	响应参数
	偏离情况（正偏离/无偏离/负偏离）
	备注（证明材料位置）

	1
	
	
	
	
	
	

	2
	
	
	
	
	
	

	3
	
	
	
	
	
	

	4
	
	
	
	
	
	

	5
	
	
	
	
	
	

	6
	
	
	
	
	
	

	7
	
	
	
	
	
	

	8
	
	
	
	
	
	

	9
	
	
	
	
	
	

	10
	
	
	
	
	
	

	11
	
	
	
	
	
	

	12
	
	
	
	
	
	

	13
	
	
	
	
	
	

	14
	
	
	
	
	
	


注：1.按实际如实填写偏离表，如果虚假响应或简单复制招标文件提供的技术要求，将可能被视为无效的响应。
2.该表不能作为投标产品的技术文件，供应商应在本栏目提供产品技术证明文件。
3、行数不够，供应商自行添加。
供应商（公章）：   
法定代表人或授权代表签章：   
日 期：

七、开标一览表
单位名称（加盖公章）：
	标题 
	内容

	单位名称
	

	投标总报价大写
	

	投标总报价小写
	

	服务期
	1年



法定代表人或授权代表签章：
            日期：
清单及明细报价表
	服务报价

	序号
	类型
	内容
	价格小计  （元）
	备注

	1
	
	
	
	

	2
	
	
	
	

	3
	
	
	
	

	4
	
	
	
	

	项目总价：           元
	



注：1、供应商应当按照招标文件采购需求及相关报价要求填写。
2、本表中“其它”由供应商根据采购需求及自身经验进行补充填写。项目实施时，除采购人明确提出需要变更增加外，不再增加任何费用，供应商应确保本项目能安全、正常运行并达到服务要求。
3、本表中项目总报价应与开标一览表中项目总报价保持一致。
4、报价保留至小数点后两位，四舍五入。
5、行数不够，供应商自行添加。
                                  单位名称（加盖公章）：
                             法定代表人或授权代表签章：
                                         日期：
八、企业报价折扣证明
中小企业声明函(工程、服务)
本公司（联合体）郑重声明，根据《政府采购促进中人企业发展管理办法》（财库〔2020〕46号）的规定，本公司（联合体）参加（单位名称）的（项且名称）采购活动，服务全部由符合政策要求的中小企业承接。相关企业（含联合体中的中小企业、签订分包意向协议的中小企业）的具体作况如下∶
1.（标的名称），属于（采购文件中明确的所属行业）；承建（承接）企业为（企业名称），从业人员___人，营业收入为____万元，资产总额为____万元'，属于（中型企、小型企业、微型企业）;
2.（标的名称），属于（采购文件中明确的所属行业）承建（承接）企业为（企业名称），从业人员___人，营业收入为___万元，资产总额为___万元，属于（中型企业、小型企业、微型企业）;
……

以上企业，不属于大企业的分支机构，不存在控股股类为大企业的情形，也不存在与大企业的负责人为同一人的情形。
本企业对上述声明内容的真实性负责。如有虚假，将依法承担相应责任。
企业名称（盖章）∶

日期∶

'从业人员、营业收入、资产总额填报上一年度数据，无上一年度数据的新成立企业可不填报。


九、告供应商书
中标（成交）供应商：
恭喜您成功中标（成交），为我市采购人提供优质产品及服务。为优化政府采购营商环境，发挥政府采购政策功能，缓解企业融资难题，我省已推出政府采购线上合同信用融资贷款业务，特此告知如下：
如您在中标（成交）后遇到资金困难，确有贷款意向，请及时与采购人沟通协调。在签订政府采购合同时，向采购人说明需要政府采购合同融资的意向，提醒采购人在“苏采云”系统中公示政府采购合同时勾选融资标识，随后将有相关银行为您提供无抵押低息融资便利。具体业务流程可登录“江苏政府采购网—政采贷”栏目（http://www.ccgp-jiangsu.gov.cn/jiangsu/paying.html）查看并办理。
如您需要帮助，请致电镇江市财政局政府采购管理处，电话：0511-80909958。我们将竭诚为您服务！ 
镇江市财政局


